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	AT&T
	Lynette Khirallah
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	Renee Dillon
	AT&T
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	Ron Steen
	AT&T
	Anand Rathi
	Neustar
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	AT&T (phone)
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	Neustar
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	ATIS (phone)
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	Neustar
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	Bandwidth.com
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	Neustar
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	Bandwidth.com
	Jim Rooks
	Neustar
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	Bright House
	John Nakamura
	Neustar

	Allyson Blevins
	Bright House (phone)
	Larry Vagnoni
	Neustar

	Matt Nolan
	Bright House (phone)
	Lavinia Rotaru
	Neustar

	Marian Hearn
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	Neustar

	Nancy Cornwell
	Cellcom (phone)
	Michael O'Connor
	Neustar

	Phil Linse
	CenturyLink
	Mubeen Saifullah
	Neustar

	Mary Retka
	CenturyLink  (phone)
	Pamela Connell
	Neustar

	Jan Doell
	CenturyLink (phone)
	Paul LaGattuta
	Neustar

	Betty Sanders
	Charter Communications
	Shannon Sevigny
	Neustar Pooling (phone)

	Eric Chuss
	Chase Tech (phone)
	Vikram Mehta
	Oracle Communications

	Randee Ryan
	Comcast
	Hollie Carrender
	Sprint

	Beth O'Donnell
	Cox (phone)
	Suzanne Addington
	Sprint

	Jennifer Hutton
	Cox (phone)
	Rosemary Emmer
	Sprint (phone)

	Leslie Miklos
	FairPoint (phone)
	Jeanne Kulesa
	Synchronoss

	Wendy Rutherford
	GVNW (phone)
	Bob Bruce
	Syniverse

	Doug Babcock
	iconectiv
	Paula Campagnoli
	T-Mobile

	George Tsacnaris
	iconectiv
	Cathie Capita
	T-Mobile (phone)

	Joe Mullin 
	iconectiv
	Marte Kinder
	TWC (phone)

	John Malyar
	iconectiv
	David Lund
	US Cellular (phone)

	Ken Havens
	iconectiv
	Tanya Golub
	US Cellular (phone)

	Pat White
	iconectiv
	Deb Tucker
	Verizon Wireless

	Steven Koch
	iconectiv
	Kathy Rogers
	Verizon Wireless (phone)

	Kim Isaacs
	Integra (phone)
	Darren Krebs
	Vonage

	Bridget Alexander
	JSI
	Scott Terry
	Windstream

	Bonnie Johnson
	Minnesota DoC (phone)
	Dawn Lawrence
	XO 





NOTE:  OPEN ACTION ITEMS REFERENCED IN THE MINUTES BELOW HAVE BEEN CAPTURED IN THE “May 3-4, 2016 LNPA WG ACTION ITEMS” FILE AND ATTACHED HERE.
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LNPA WORKING GROUP MEETING MINUTES:

Paula Campagnoli reminded the group of the new LNPA Working Group member and voting process that was discussed on the April 13, 2016, conference call to align more closely with the Federal Advisory Committee Act (FACA).  The FCC has received a list of nominees for membership, but the list has not yet been vetted or approved.  The LNPA WG will avoid voting on issues until membership approval has been completed.

March 1-2, 2016 Draft LNPA WG Meeting Minutes Review:

The March 1-2, 2016, LNPA WG DRAFT minutes were reviewed and approved with minor typo changes and will be issued as FINAL.

April 13, 2016 Draft LNPA WG Conference Call Minutes Review:

The April 13, 2016, LNPA WG conference call minutes were approved as written and will be issued as FINAL.

Updates from Other Industry Groups

OBF Committee Update – Deb Tucker:


OBF
ORDERING SOLUTIONS COMMITTEE
LNPA WG Readout 
May 3, 2016

WIRELESS SERVICE ORDERING SUBCOMMITTEE
The Wireless Service Ordering Subcommittee met April 7, 2016 for a checkpoint call.  The subcommittee is monitoring activities related to Nationwide Number Portability for potential impacts to the wireless porting process; however there is currently nothing to review. The next checkpoint call is scheduled for July 20, 2016. 

LOCAL SERVICE ORDERING SUBCOMMITTEE
The LSO Subcommittee met March 3rd and April 7th. Two new issues were opened and UOM document updates were discussed.
Open Issues
Issue 3477, LSOG: Standard field length minimums identified and repeating/# of occurrences on each field
After discussions to clarify how repeated fields will be represented and use of min/max values, the group discussed whether participants planned on incorporating this Issue into the LSOG. During the next meeting, the group will determine if this issue will remain open based on participants’ feedback on LSOG incorporation.
Issue 3521, LSOG: Remove the RVER (071), BA and BLOCK (074 and 75), and REMARKS (072, 073, 075, 077, 078, 079 and 102) 
This Issue addresses removal of fields that are no longer used in the industry.  (Inactive)
New Issues
Issue 3554, LSOG: Allow Line TOS on Resale
The LTOS (Line TOS) field was previously removed with Issue 3024. For Resale type services you can have multiple services on a single LSR; pots, ISDN, Centrex. The use of the LTOS helps to clarify the type of service on the LSR. LTOS is already present on the other practices in which it is needed and needs to be added back to Resale.
Issue 3555, LSOG: DSTN: Remove usage notes requiring DTNT and update the usage
There is a need to remove the usage note on the Disassociated Telephone Number (DSTN) field in LSOG 081 and 099 practices that states “Required when the DTNT field is populated, otherwise prohibited”.  The usage also needs to be updated from Conditional to Optional. The DTNT field does not exist in the LSOG, thus the need to remove the DTNT usage note.
Discussion on UOM Document Updates
Vivek Bhavanasi (CenturyLink) led participants through a discussion on the status of the OBF LSO model and schema. 
There was discussion on whether the OBF LSO should continue maintaining the UOM model or just update the schema going forward. Participants agreed that they would prefer to continue to update the UOM model at this time. 
The LSOG 3Q08 model is the most current model, but there are schema files for LSOG 1Q09 and 2Q14. It was suggested to take the 3Q08 model and update all of the changes since that release and a spreadsheet of the LSOG changes between 3Q08 and 2Q14 was provided. Participants will review the LSOG changes between 3Q08 and 2Q14 for accuracy and discussion during the next meeting.
Next Meeting:
LSO will meet May 16 – 19 during the OBF Annual Meeting of Committees (AMOC) in Baltimore, MD.
_________________________________________


INC Update – Dave Garner:


INC Issues Readout						   LNPA WG Meeting – May 2016

INC Issue 497:   Identify Changes to INC Guidelines Based on NANC’s Report and Recommendation, VoIP Service Providers’ Access Requirements for NANP Resource Assignments (July 19, 2005), and FCC Order 15-70 (June 22, 2015)

The Wireline Competition Bureau issued a FCC Public Notice (DA 16-129) on February 4, 2016, announcing the commencement date and process for iVoIP providers to file applications for authorization to obtain telephone numbers.  It stated that on February 18, 2016, the FCC will begin accepting applications from interconnected VoIP providers for authorization to obtain telephone numbers directly from the Numbering Administrators.

During the March INC meeting it was noted that an Interconnected VoIP Numbering Authorization Application had been filed by Vonage Holding Corp. pursuant to Section 52.15(g)(3) of the Commission’s rules.  The 30-day Public Notice period will conclude on March 31st at which point Vonage can provide its 30-day notice to the states from which it intends to request numbers.  The details can be found at:
http://transition.fcc.gov/Daily_Releases/Daily_Business/2016/db0229/DA-16-218A1.pdf.


INC Issue 748:   Assess Impacts on Numbering Resources and Numbering Administration with Transition from Public Switched Telephone Network (PSTN) to Internet Protocol (IP)

At the March INC meeting, two presentations regarding Nationwide Number Portability (NNP) were received. 

· Proposed Long-Term NNP Solution: Non-geographic LRNs and IP Networks
Tom McGarry (Neustar) provided the presentation and indicated the FCC has asked the communications industry to recommend actions to enable Nationwide Number Portability (NNP).  His presentation describes, at a high level, technical aspects of a potential long-term solution that uses non-geographic numbers for LRNs to enable NNP call routing within and between service provider’s networks.  He also outlined issues that would need to be addressed to implement the solution.  The presentation was to inform the INC that there may be alternative solutions to using geographic LRNs that may require their assistance.  
Some key aspects of the solution:
· A new non-geographic area code to be used for LRNs (NGLRNs) for call routing to NNP TNs
· Administrative processes for managing the new numbering space
· Including routing information
· A network of IP switches (non-geographic gateways, or NGGWs) to host the NGLRNs
· Similar to today’s LATA tandems
· A requirement for all service providers to route calls to an IP network to complete to NGGWs/NGLRNs
· Either their own network or a partner network
· Can also use area code for carriers to assign non-geographic TNs (NGTNs) to consumers
· NGTN could require an NGLRN for routing

· Changes to TDM to Make NNP Operate
Mark Lancaster (AT&T) provided a presentation on what would be needed to retrofit current networks for NNP. The presentation looked at the following 4 areas with respect to being:  “Under LNP Today”, “Under NNP Tomorrow” and the “Requirements”.
· LRN LATA = Ported TN LATA
· LRN Region =Ported TN Region
· Local vs Toll jurisdiction based on dialed TN
· Users recognize toll call based on dialed TN

_________________________________________




NANC Future of Numbering Working Group Update – Dawn Lawrence
Future of Numbering (FoN) Working Group Report to the LNPA WG
May 2, 2016

FoN Tri-Chairs:  Carolee Hall, Idaho PUC; Dawn Lawrence, XO Communications; Suzanne Addington, Sprint
Status:
· There was a FoN WG quarterly meeting held on April 6, 2016.
· Federal Communications Commission Marilyn Jones and Paula Silberthau – Attorney Advisor – Office of the General Counsel provided a detailed discussion regarding processes and procedures for NANC working group’s membership to more closely align with the Federal Advisory Committee Act (FACA).
· There are no open FTNs.
· At the March NANC meeting the FoN WG was given an action item to review and advise the NANC whether further investigation is needed regarding toll free texting by unregistered toll free number holders.  A review on the toll free texting issues that includes a summary of the current state of affairs, recommendation and clarity on the action item for the FoN is being prepared for the FoN WG ad hoc May meeting.
· Nationwide Number Portability (NNP):  The final report on NNP was sent to the NANC Chair on 4/15/2016.  The report addresses the four questions that were assigned to the FoN WG.
· Applicability and assessment of tolls, tariffs, and taxes;  
· The role of state regulatory commissions;  
· Costs, including cost recovery; 
· Conforming edits to relevant federal rules

· Scheduled calls:
· 2016 Meeting Schedule:
August 3, 2016
October 5, 2016
				
	Meeting times will remain 12:00ET/11:00 CT/10:00 MT/9:00 PT
_______________________________________


NANC Meeting Readout – Paula Campagnoli

Paula Campagnoli informed the LNPA WG that our report to the NANC at the last meeting went well and that no questions were asked.  The next NANC meeting is at the end of June.  Paula will develop a draft report and circulate for approval prior to that meeting.
_________________________________________



Architecture Planning Team (APT) – John Malyar/Teresa Patton
Architecture Planning Team (APT) Status Report to the LNPA WG
May 3, 2016
APT Chairs:  Teresa Patton AT&T; John P. Malyar iconectiv
Status:
· Most recent APT call was held on 04/13/2016 as part of the monthly LNPA WG call. The call was well attended.   
· The current status of the Test Case Review is:
· 93 Closed
· 27 Pending Doc Only Change
· 2 Open
· OPEN – Test Case still needs additional review before final disposition.
· PENDING DOC ONLY CHANGE – Changes to the test case have been agreed upon, updates to the test case(s) will be made via change management and provided in upcoming documentation.
· CLOSED – Any changes agreed upon have already been made, no changes were deemed necessary, or clarification was provided that enabled better understanding of the test case. 
· Accepted “Pending Doc Changes” were reviewed during the CMA portion of the April call as part of NANC 482. Given the abbreviated time available, the review of NANC 482 was not completed. The review will continue at the May LNPA WG meeting during the CMA scheduled time.  
· Next call/meeting scheduled for 5/4/2016 to be held at the end of the LNPA WG meeting. This meeting will continue to review “Open” items and any newly submitted items.  


LNPA WG Discussion: Mubeen, Neustar, provided a list of additional test cases that do not exist today.  Neustar suggests that these test cases be added to augment the test plan in five key areas as documented in the file embedded in the new action item below.  Mubeen and Neustar ask that the Working Group consider performing analysis to identify additional test cases.
			
· Paula Campagnoli asked if we have test cases in these areas for the existing NPAC.  John Nakamura said the areas that Mubeen is discussing are areas where additional test cases are necessary because the existing test cases, e.g., SMURF file generation, are only sunny day scenarios.
· Paula stated that it is important that the system work and whatever is necessary to test the system to make sure it works should be done.  She added that the test cases should be developed by the APT.
· Renee Dillon, AT&T, said the original set of test cases were designed for testing local systems and not the NPAC.  In the future, test cases need to be performed by an existing NPAC as well as a new NPAC.
· John Malyar, iconectiv, said the immediate focus of the APT was the existing test cases with the understanding that there would be an opportunity to expand the test plan.  He asked if performance testing was an LNPA WG APT item or a contractual item.  He said that doesn’t mean we shouldn’t be testing these things but we need to find the right mix of where the testing responsibility takes place, i.e., in the APT or within the contract between the LNPA and the NAPM.
· Paula said that regardless of where the line is drawn, the test cases should be developed in the APT.
· John Malyar said that we should take this on in the APT and make the right decision on where each item and additional test cases fit.
· Lavinia Rotaru, Neustar, suggested assigning an action item to all to review NSR’s identified areas for further testing development and determine if there is agreement to further analyze these areas to identify and develop additional related test cases and identify any additional testing areas that should be analyzed for further development.


New Action Item 050316-01 – All LNPA WG participants have an action item to:
1. Take back and review the attached document provided by Neustar that proposes areas for further testing analysis and additional test case development to test both the NPAC functionality and LSMS/SOA interface, and come to the July 2016 LNPA WG meeting prepared to determine, item by item, if there is agreement to refer the proposed work to the APT.
1. For the July 2016 LNPA WG meeting, determine if there are any additional areas for further analysis and additional test case development to be referred to the APT.




_________________________________________



Best Practice 04 – Sub-Committee Status Report – Betty Sanders


[bookmark: _MON_1522111811]					
· Betty Sanders from Charter introduced the embedded file with proposed revisions to BP4 that was submitted by Bright House.
· She said she did not expect this to be voted on today due to the fact that WG voting members have not been vetted yet. 
· Glenn Clepper, Bright House, walked through the proposed resolution in the attached PIM.
· Deb Tucker, Verizon, recommended accepting the PIM to be worked.  There were no objections.  Glenn Clepper will revise Option 1 and decide if Option 2 will remain.  This will be worked as PIM 87.
· Jan Doell, CenturyLink, has a presentation that explains the intricacies and history of N-1 scenarios.  She offered to walk through the attached slide deck at the July WG meeting to provide a history of the issue.



Letter to NANC Chair from the FCC – Nationwide Wireless Number Portability - LNPA WG Work Item # 7 - All

The Nationwide Number Portability report has been distributed.  This item will be removed from future agendas unless there is further direction from the NANC.
Martin Dolly, AT&T, joined the bridge to give an update on ATIS Packet Technologies and Systems Committee (PTSC) activity. He stated that a letter ballot at the PTSC is anticipated to take place at their next meeting on the document they are drafting (68R4).  The document has SS7 and LNP background, interim call routing alternatives, and long-term proposals for nationwide number portability.  It includes routing proposals such as GUBB and PORC, and it includes network impacts of the various options.  
Suzanne Addington, Sprint, asked what the PTSC plan is once the document is approved.  Martin said they are not making a recommendation on any proposal.  The continuation of rate centers and carrier compensation is outside the scope of the document and the PTSC.  It will go for a standard 30 day letter ballot and then it will be published.  It will be sent to the LNPA WG during the week of 5/16.  Mary Retka said that a readout of this work will likely be given at the next NANC meeting by the ATIS rep.
Mary Retka, CenturyLink, gave an update on the ATIS Testbed Focus Group.  They are continuing to meet every other week to fine tune the test cases.  They are soliciting participants for the actual testing.  Tom Goode, ATIS Attorney, has developed an NDA for participants and observers of the testing.  Testing may begin this summer.
Mary provided the following email report:
The Testbed Focus Group has continued to meet every other week. Our work currently is continuing the focus on fine tuning the test cases, and our continued work in soliciting members for participation in the testing. Several companies have signed the ATIS NDA for participating in the testing, and others are expected to do so as well. We will provide a read out for the May 10th ATIS TOPs Council, on our progress.

Change Management 
		   	


John Nakamura, Neustar, reviewed the changes in the embedded NANC 479.
· For the “New – 5” requirement on page 5, Steve Koch explained that this requested FRS change is to document the existing NPAC functionality that performs the LATA ID check on a pool block modification where the existing LRN is not being modified.
· The changes to NANC 479 were accepted.




· There were no new changes to review in NANC 480.
· The changes to NANC 480 were accepted.




John Nakamura reviewed the changes in the attached NANC 481.
· There were no questions from the participants.
· The changes to NANC 481 were accepted.




John Nakamura reviewed the changes in the attached NANC 482.
· Pat White, iconectiv, said that for the System Under Test (SUT) Priority in Test Case 9.2 in Chapter 10, we need to change “non-EDR LSMS” to just “LSMS.”  Neustar will update.
· Pat said that the way the objective is written for Test Case 4.5 in Chapter 11, it is a success test case.  The condition that is set up cannot fail per Pat.  John Nakamura said that the error situation can only occur in the 5 hour window from 7pm-12 midnight eastern.  John will clarify the objective to read:
SOA – Service Provider Personnel (Old or New) do the initial create of a subscription version after 7:00PM EST where the due date is prior to 7pm eastern in local time but the next day in GMT. – Error
· The changes to NANC 482 were accepted.

The following 2 new change orders are being introduced as a result of Lisa Marie Maxson’s XML testing at 10Xpeople:



· In XML, the AVC and SAVC notifications are combined into one notification.  In CMIP, they are separate notifications.
· To allow for backward compatibility of the BDD, the BDD file will contain the following, even for an XML SPID:
 - One line for AVC without the status and cause code
 - One line for SAVC with the status and cause code
· The change order was accepted as NANC 483.



· The change order was accepted as NANC 484.

· John Malyar said he would prefer that the industry documentation be updated to reflect these changes and that future changes be reflected in new change orders.  Jim Rooks, Neustar, said that this is doable but creating new documentation after each change order review creates significant work for all.  John Malyar said creating a baseline of documentation every 3-6 months would be helpful.
· Jan Doell, CenturyLink, said in the current transition environment, once every 3 or 6 months is not acceptable.
· Jim Rooks suggested setting a timetable for creating new documentation.
· It was agreed that new documentation would be created now and would be ready for the July 2016 WG meeting.  Neustar will update the documentation in preparation for the July meeting.


Action Items Remaining Open from Previous LNPA WG Meetings:

Action Item 070715-01 – The disputed port PIM submitted by Bandwidth.com was accepted to be worked as PIM 86.   Lisa Jill Freeman (Bandwidth) will lead a sub-committee to work on details for a process to resolve disputed ports.  If approved, the process will be documented as an LNPA WG Best Practice.  The sub-committee participants are  Suzanne Addington (Sprint), Jan Doell (CenturyLink), Bridget Alexander (JSI), Lonnie Keck (AT&T), Tracey Guidotti (AT&T), Jason Lee (Verizon), Deb Tucker (Verizon), Scott Terry (Windstream), Aelea Christofferson (ATL Communications), Randee Ryan (Comcast),  and Luke Sessions (T-Mobile).  At the March 2016 LNPA Working Group meeting, the subcommittee reported that they would like to expand the scope of this Action Item, PIM, and proposed Best Practice to include all erroneous ports:  inadvertent, slamming, and disputed.  The Working Group agreed and the sub-committee will continue to work this issue, and is still led by Lisa Jill Freeman.

				
Update from Anna Kafka, Bandwidth.com
The group met on Friday, 4/29/16, and went over the different classifications of Unauthorized, Disputed, Inadvertent, Fraud and Vanity ports. The committee went through the previous best practices, PIMs and information that has been made available on different industry websites. The group worked towards developing concise definitions for each type of port.

Bi-Weekly meetings are scheduled and kick off next week. Next steps will be to develop the agreed upon process and steps that will be necessary to exchange information between carriers when unauthorized, disputed, etc. ports are brought to light.

Further update will be presented at the July LNPA Working Group meeting.


IP Transition effects on Number Portability

Mary Retka provided a report during the “Letter to NANC Chair from the FCC – Nationwide Wireless Number Portability” discussion earlier.  Her report is repeated here for convenience:

The Testbed Focus Group has continued to meet every other week. Our work currently is continuing the focus on fine tuning the test cases, and our continued work in soliciting members for participation in the testing. Several companies have signed the ATIS NDA for participating in the testing, and others are expected to do so as well. We will provide a read out for the May 10th ATIS TOPs Council, on our progress.


LNPA Transition Discussion - All

The APT continues to review the industry test cases for turning up an NPAC/SMS.  

The Transition Oversight Manager (TOM) scheduled time following the May LNPA Working Group Meeting to informally meet persons interested in discussing the LNPA transition project.


Develop the LNPA WG Report to the NANC, FON, IMG, etc.

Paula Campagnoli will develop and distribute a draft NANC report for approval prior to the June NANC meeting.

The FON and IMG representatives will use the NANC report to update their respective groups.  


Unfinished/New Business

Email Service Provider Porting Communication

Action Item 030216-01 – Sprint brought an issue to the attention of the WG.  Some service providers will not accept phone calls in their porting centers, but only respond to email.  This creates issues for other companies, and, in particular, introduces delay in resolution of fallout or reject situations.  Service providers are to determine if this is an issue for them and be prepared to discuss at the May LNPA WG meeting.  At the May meeting, determination will be made as to whether or not this warrants a PIM.  

Suzanne Addington, Sprint, reported that this is still an issue for Sprint.  

Jan Doell said that one company that CenturyLink deals with has an 800 number that has an automated answering system with options.  Press 1 for e-mail and if you press 2 you get a response that you have to send an e-mail.  They respond quickly to e-mails.  Some resellers refuse to take phone calls at all.

Lonnie Keck, AT&T, said that they deal with some SPs that do not have phone support.  It is not a huge issue but it is a challenge.  He said AT&T has counted 22 SPs with this policy.

Deb Tucker said that Verizon does have e-mail in their wireless centers.  Verizon supports moving this issue forward in the LNPA Working Group to develop a standard for responses.  Good escalation contacts are needed if the e-mail process is not working.

Suzanne Addington said that it is not so much an LSR/FOC issue, but an issue with fallout and validation questions.

Suzanne Addington, Bridget Alexander, and Deb Tucker will work on a draft Best Practice for review at the July meeting.

Lonnie Keck will determine if ATIS still maintains a contact list.

Action Item 030216-01 remains open.


SPID Migration / Cancel Pending-Like SVs
Deb Tucker indicated that there is some confusion on the need to cancel pending-like SVs leading up to a SPID migration.  Some SPs are slow to acknowledge the cancel or do not acknowledge them at all.  She asked that some educational reminder be sent out to the industry on why the cancels are done in preparation of a SPID migration and why it is important to acknowledge the cancels.  Neustar will send out a message over the Cross-Regional distribution list in preparation for SPID Migrations.


NANC 383 Separate SOA Channel for Notifications
Renee Dillon, AT&T, asked about the implemented Change Order NANC 383 for a separate SOA channel for notifications.  She asked if anyone is using it.  She said that if there is not a need for it, why did the industry request it and do we want to continue it and continue to regression test it.  

· NSR action item to determine if anyone is using NANC 383 functionality. 
· SP action item to determine if they have a use for NANC 383 functionality.

New Action Item 050316-02 – Neustar is to determine if any service providers are using NANC 383 functionality.  Service Providers are to determine if they have a need to use NANC 383 functionality.


Service Providers Calling to Check Status
Nancy Cornwell, Cellcom, asked:
1. For wireless ports, should Service Providers be calling for a port status prior to 30 minutes after sending the port request?  A number of wireless SPs in attendance advised Nancy to reach out to them if Cellcom is having this issue with their companies.

2. Should Service Providers be calling the port centers with the customer on the phone?  About 90% are calling for specific account information and 10% are calling about port status.  When they do this with the customer on the phone, they have to be mindful of CPNI requirements.  A number of SPs in attendance said that having the customer on the phone is an efficient way of resolving issues.  Nancy asked if it is ok to have a business rule that their porting center refer the customer to their Customer Service department to do CPNI and provide customer specific information.  It was stated that if they have such a business rule, it cannot be prohibited.


Discussion of Need for June 8, 2016 LNPA WG Call

Group consensus is that there is no need for a June LNPA WG call.  


May 2016 Meeting Adjourned

Having completed the agenda for the May 3-4, 2016, LNPA Working Group meeting, the meeting was adjourned.  The time allotted for meeting on May 4 will be used by the Architecture Planning Team (APT) to continue review of transition test cases.  















2016 LNPA Working Group Meeting Schedule

	MONTH
(2016)
	NANC MEETING DATES
	LNPA WG
MEETING/CALL
DATES
	HOST COMPANY
	MEETING LOCATION

	January
	
	5th – 6th
	iconectiv
	La Jolla, CA

	February 
	
	11th
	
	Conference Call

	March
	
	1st – 2nd
	Comcast
	Denver, CO

	April
	
	13th
	
	Conference Call

	May
	
	3rd – 4th
	Neustar
	Miami, FL

	June
	
	8th
	
	Conference Call

	July
	 
	12th – 13th
	Bandwidth.com
	Durham, NC

	August
	
	10th
	
	Conference Call 

	September
	
	13th – 14th
	Sprint
	Overland Park, KS

	October
	
	12th
	
	Conference Call

	November
	
	8th – 9th
	Verizon Wireless & AT&T
	Atlanta, GA

	December
	
	7th
	
	Conference Call




Next Conference Call … June 8, 2016   -- Canceled
Next Meeting … July 12-13, 2016:  Location…Durham, NC …Hosted by Bandwidth.com
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Neustar OMS - Additional testing scenarios for May 2016 LNPAWG_Final.docx
Neustar’s SOA team has conducted a review of the existing NPAC Turn-Up test cases and in preparation for the NPAC transition we identified five areas where we believe additional testing is needed.  The test cases that the APT is currently reviewing are primarily testing SOA and LSMS functionality and they ensure that local vendors can successfully process transactions with the NPAC. In our opinion these test cases need to be augmented to include additional functional areas of the NPAC as identified below. 

The actual number of test cases could be determined after more analysis and mutually agreed upon by the LNPA/APT participants.

1) SPID Migrations

Existing SPID Migration test cases only tests final SMURF generation and the migration of data itself which are both sunny-day scenarios. The following functionality should be included: ensuring SPID Migration quota is available; allowing Service Providers to self-schedule; verifying reject messages when quota is not available; generating preliminary SMURF files; and generating SPID Migration reports.  

2) Dual-NPAC operations during transition (connecting a SOA/LSMS to iconectiv’s NPAC in a certain region and connecting to Neustar’s NPAC for other regions)

Vendors and Service Providers should consider testing connectivity and operations in a dual-NPAC environment prior to go live. Here are a few scenarios that will help ensure that local vendors can operate while connected to Neustar’s NPAC test bed and iconectiv’s NPAC test bed.

· SPID Migration Automation and Manual SPID Migration – FTP location (a single location/login today with 7 folders for each region) is configured in SOA and SPID migrations are executed automatically. Same test case will apply for a manual process.

· Connectivity and configuration of SOA/LSMS to two NPACs

· Execute a subset of test cases while SOA/LSMS is connected to two NPACs 

· How will dual NPAC testing be done as today SOW 52 testbed has only one region (Mid-West region) 



3) MUMP

The use of mass update capability is a significant function of the NPAC.  However, only a couple of test cases test mass update functionality (several other test cases focus only on specific edits [e.g., WSMSC data] within a mass update).  The following functionality should be considered for additional test cases:  file-based processing, NPBs other than just 191/291 DPC edits, and notification suppression for mass updates.

We should consider adding test cases to ensure that everyday mass update scenarios are tested.  Specific scenarios could be determined after more analysis.

4) Performance

The industry has been doing performance testing for many years.  The industry started in 2007 with a 10K TN modify in each of the seven regions at the same time.  The amount was increased to 15K, then increased again to the current 25K.  

Should we consider performance testing with iconectiv’s NPAC and should local vendors plan to performance test prior to go live?  The “how/when/where” could be determined after more analysis.

5) Failover to Back-up Data Site

The annual failover exercise has taken place on a weekend in October for many years.  The exercise involves circuits, the NPAC application, and the database.  The exercise involves failing over from primary to secondary, running in production for a day, then failing back from secondary to primary.

Should we consider a failover exercise with iconectiv’s NPAC and should local vendors plan to perform failover testing prior to go live?  The “how/when/where” could be determined after more analysis.

Additional Testing Questions for Consideration:

· Will the local system vendors and Service Providers be required to test any contingency roll-back procedures? Will this testing be part of Turn-Up Testing? Who will provide test cases? 

· Will the LNPA/APT be responsible for providing NPAC LTI GUI test cases?
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NANC – LNPA Working Group
                     
Problem/Issue Identification Document




LNP Problem/Issue Identification and Description Form


Submittal Date (mm/dd/yyyy):  03 /30/2016

Company(s) Submitting Issue: Bright House Networks Information Systems

Contact(s):  Name Glenn Clepper


         Contact Number (813)-387-3684


         Email Address   glenn.clepper@mybrighthouse.com

(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)


1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)


 LNPA WG best practices reflect the consensus of the working group regarding the preferred processes for porting. Best Practice 0004, N-1 Carrier Methodology Clarification, was originally submitted by the working group in December 2001. The most current version 5.0 was a result of revisiting the practice in January 2005.


The best practice states that the N-1 carrier is responsible for performing the dip and describes the role of a “donor carrier” in certain situations.  To clarify the meaning of this term, the LNPA WG confirms the donor carrier is the A-Block Code Holder designated in the LERG for the NPA-NXX of the called number (default carrier for routing calls based on the NPA-NXX of the called number).  


The LNPA WG periodically reviews the Best Practices to determine whether each remains applicable to the current porting environment.  Based on these reviews, a practice may be modified or deleted.

 Bright House believes BP4 requires additional detail and edits as it relates to donor carrier.

2. Problem/Issue Description: (Provide detailed description of problem/issue.)


A. Examples & Impacts of Problem/Issue: 

Example- EAS Interlata calls originating in Duluth MN LATA 624 and terminating in Superior WI LATA 352 where originating SP is routing calls to ILEC tandem in LATA 624, tandem is performing dip (assumed) and routing to “A” code owner donor switch, donor is dipping (LRN) and routing to ILEC tandem LATA 352, and 352 tandem is terminating call to terminating LRN end office switch.


Impact- As BP4 states today, the donor carrier is responsible for dip and transit for the originating carrier under certain provisions during EAS Interlata calls. 


More specifically this scenario includes the donor not only performing the LNP dip but also utilizing an inbound trunk and outbound trunk for the duration of the originating customers call. This creates technical challenges in the areas of platform design, traffic engineering and trunk capacity planning, and in cases where the donor carrier’s platforms are technically unable support the donor carrier role, i.e. networks designed to function as closed networks, not terminating traffic for other carriers customers, additional development may be required to fulfill the donor role.

B.   Frequency of Occurrence:  


Undefined, where applicable based on tariff.

C. NPAC Regions Impacted:


 Canada___ Mid Atlantic ___ Midwest___ Northeast___ Southeast___ Southwest___ Western___     


 West Coast___  ALL_X_


D. Rationale why existing process is deficient: 

BP4 currently impacts all “A” code holders including CLEC’s and VoIP SP’s (new regulation allows VoIP’s to be code holders, requires following all applicable LNP rules).

Although known instances are limited, the current 5.0 practice involving donor carrier traffic termination without an “established agreement in place” and as a “long term solution” creates potential for abuse and does not account for the evolution of voice technology over the last 11 years nor does it consider changes to federal regulation. 


Legacy TDM Switches (Alcatel-Lucent 5ESS, Nortel DMS-10, etc.), have had a lifetime of well over 30 years, most today being at their end-of-life, end-of-support phase. A technical limitation rooted to a legacy TDM switch, if not solutioned in EAS scenarios through exception routing (local or toll), should not result in the industry creating exceptions and workarounds like the donor carrier solution. 


The donor carrier solution places little accountability on the originating carrier and creates a greater vulnerability for fraud scenarios which were not present at the time 5.0 was released (i.e. traffic pumping). 

Donor carriers are inadvertently disadvantaged by this responsibility. 


We wish to allow carriers the flexibility to choose and negotiate among themselves which carrier shall perform the database query, according to what best suits their individual networks and business plans.


E.   Identify action taken in other committees / forums: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


F.   Any other descriptive items: __________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________________


3. Suggested Resolution: 


Revisions to BP4 5.0, page 11, EAS section


Option #1, add language stating the originating carrier is responsible for dip and routing of interLATA calls to EAS codes or entering into an agreement with another entity for dip and routing or upon prior agreement relying on the donor carrier for dip and routing.

On intraLATA and interLATA calls to EAS codes, the originating carrier is the N-1 carrier and is responsible for performing the database dip and routing the call to the switch serving the terminating carrier (1) or entering into an agreement with another entity to perform the dip and routing on its behalf so that the call is not sent to the donor carrier (A code holder and so that the call is not dropped).(2)

Or the originating carrier may…

Upon prior agreement from the donor carrier(3),  interLATA calls to EAS codes where the originating carrier does not support the function to route the call as a local call to ported numbers via an interLATA LRN, the donor carrier in the terminating LATA performs the role of the N-1 carrier (i.e does the database dip and routes the call to the switch serving the ported number).  In this instance, the donor carrier will perform the LNP query in the terminating LATA in either that carrier’s donor end office or terminating LATA tandem, whichever terminates trunks from the originating LATA on calls to EAS codes.  (Note that the terminating LATA tandem case is only applicable if the donor carrier has a tandem in the terminating LATA, and all switches in the originating LATA that can place local calls to the EAS codes in the terminating LATA have trunking to the tandem in the terminating LATA per mutually accepted interconnect agreements.)  The originating carrier is responsible for compensation to the donor carrier for performing the N-1 database dip function.  


(1) Added language that is similar to local & toll section of BP4, describing originating carrier as N-1 and responsible for dip and routing

(2) Added new language,  or is responsible for entering into an agreement with 3rd party to dip and routing


(3) Added new language. Upon prior agreement…..donor carrier performs role of N-1  

Option #2, same as above minus the reference to the donor carrier. Remove the donor carrier concept from BP4 entirely.


On intraLATA and interLATA calls to EAS codes, the originating carrier is the N-1 carrier and is responsible for performing the database dip and routing the call to the switch serving the terminating carrier or entering into an agreement with another entity to perform the dip and routing on its behalf.

N-1 carrier to follow the FCC rules for dip and routing as mentioned in toll section of BP4. 


“N-1 carrier is responsible for ensuring that databases are queried, as necessary, to effectuate number portability.  


The N-1 carrier can meet this obligation by either querying the number portability database itself or by arranging with another entity to perform database queries on behalf of the N-1 carrier.” (4)

Regardless of the status of a carrier’s obligation to provide number portability, all carriers have the duty to route calls to ported numbers. In other words, carriers must ensure that their call routing procedures do not result in dropped calls to ported numbers. (5)

(4) New language referencing toll section of BP4, page 7, section 73


(5) New language referencing toll section of BP4, page 10, last cite referencing DA 04-1304


LNPA WG: (only)


Item Number: __ __ __ __



Issue Resolution Referred to: _________________________________________________________

Why Issue Referred: __________________________________________________________________ ____________________________________________________________________________________________________________________________________________________________________________
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N-1 Scenarios.ppt


From FCC 98-82  pp:15.

“… The industry has proposed, and the Commission has endorsed, an "N minus one" (N-1) querying protocol.  Under this protocol, the N-1 carrier will be responsible for the query, "where 'N' is the entity terminating the call to the end user, or a network provider contracted by the entity to provide tandem access. Thus the N-1 carrier (i.e. the last carrier before the terminating carrier) for a local call will usually be the calling customer's local service provider; the N-1 carrier for an interexchange call will usually be the calling customer's interexchange carrier (IXC)…” 



N-1 DEFINITION

*







INTRALATA LOCAL CALL WHERE ORIGINATING EO IS THE N-1

LOCAL

Tandem 

TERM

EO

Org

 EO

Terminating line

Originating line

“N”

“N-1”

Call direction

The LOCAL tandem function could be provided by the ILEC or a third party. The N-1 network has the responsibility to do the dip. It’s the responsibility of the ORG EO to insure the function is performed.

*

LATA 1







INTRALATA TOLL CALL WHERE ORIGINATING EO IS THE N-1

ACCESS

Tandem 

TERM

EO

Org

 EO

Terminating line

Originating line

“N”

“N-1”

Call direction

The ACCESS tandem function could be provided by the ILEC or a third party. The N-1 network has the responsibility to do the dip. 

*

ACCESS

   Tandem (optional)

LATA 1







Terminating line

EO

Originating line

*

LATA 1

LATA 2

ACCESS

Tandem 

ACCESS

Tandem 

The N-1 network (the IXC) has the responsibility to do the dip. 

INTERLATA LONG DISTANCE CALL

EO











“N”



“N-1”

Call direction

IXC







EXAMPLE OF AN INTERLATA  EAS  COMPLEX

 DULTH LATA 624 and WISCONSIN LATA

*

LATA  624 DULUTH MN

LATA  352 SUPERIOR WI

InterLATA EAS is set up to allow a customer community of interest to exist between specific telephone exchanges that allow a specific geography of npa-nxx’s to call each other as a local call, even though the call straddles the LATA boundary. 

NON-EAS 

AREAS

 IN LATA  624

NON-EAS AREA 

IN LATA  352

218-576, 218-409,218-940, 218-482,

218-249,218-355,218-461.218-503,218-213

218-206,218-340,218-341,218-343,218-349,

218-380, 218-380,218-451,218-830,218-464,

218-345,218-427,218-453,218-476,218-644,

218-834,218-848, 218-491, 218-336,218-655,

218-260,218-499,218-646,218-269,218-348,

218-390, 218-391,218-393,218-428,218-590, 

218-591,218-217,218-623,218-216,218-302,

218-595,218-279,218-384,218-389,218-525,

218-606,218-624,218-529,218-626,218-628,

218-720,218-721,218-722,218-723,218-724,

218-725,218-726,218-727,218-728,218-729

218-730,218-733,218-786,218-788,218-878,

218-879,218-310,218-522,218-673, 218-625

,218-740,218-481, 218-600

715-319,715-969, 715-919, 

715-392,715-394,715-395,

715-398,715-399, 715-718,

715-947,715-817,715-636, 

WI EAS AREA 

Example: 715-894

MN EAS AREA 







INTERLATA  EAS  CALL  

LOCAL

Tandem 

TERM

EO

Org

 EO

Terminating line

Originating line

“N”

Call direction

*

LOCAL 

or ACCESS 

   Tandem (optional)

LATA 1

LATA 2

DONOR

EO



POI

(Optional) direct TG

The  party responsible for doing the N-1 dip is the donor carrier per BP4















NPAC shows Provider Z’s LRN = 7158947999.

PER BP4, Donor “D” should dip the call to get LRN and route call to Provider “Y” tandem or direct TG if available, so it can be sent to Provider Z. If  Donor “D” does not do N-1 dip, call will fail in Donor D’s switch.

SUPERIOR WI LATA 352

DULUTH LATA 624







Provider “D”- Donor  switch = 715-718,





Call sent (un-dipped) to this EAS Trunk Group to Provider D’s Superior, WI NPA-NXX=715718 

“Wireless Provider Z”

EUCLWIAT8MD

 

Wireless Provider Z’s  LRN =715894

Failed call example:

Calling TN= 218-279-yyyy

Called TN=  715-718-xxxx





Various LEC’s end users originating InterLATA EAS calls to TN’s ported away from  Provider “D”s 715-718 switch





Called TN=  715-718-xxxx

Calling TN= 218-279-yyyy

Provider “Y”

 LATA Tandem

FAILED CALL EXAMPLE

Provider “C” Local Tandom

DLTHMNME04T

Failed Call



*
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Origination Date:  01/21/16

Originator:  iconectiv

[bookmark: _Toc72227019]Change Order Number:  NANC TBD479

Description:  FRS Doc-Only Clarifications

Functional Backwards Compatible:  Yes



IMPACT/CHANGE ASSESSMENT





		DOC

		FRS

		IIS



		

		Y

		N







		CMIP

		GDMO

		ASN.1

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N







		XML

		XIS

		XSD

		NPAC

		SOA

		LSMS



		

		N

		N

		N

		N

		N









Business Need

Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:

NPAC Overview Section (1.2)

Update section 1.2.20.2, Operations with Pseudo-LRN Support Tunables, to add information for SV/NPB operations that can be performed via the SOA and via the LTI.







NPAC SMS Data Models (changed text in yellow highlights)



		
NPAC CUSTOMER DATA MODEL



		Attribute Name

		Type (Size) 

		Required

		Description



		[snip]

		

		

		



		NPAC Customer Name

		C (40)

		

		A unique NPAC Customer Name (including slash indicator, 38 +2).



		NPAC Customer SPID Migration E-Mail List

		C (255)

		

		Service Provider SPID Migration contact e-mail address(es).









		PORTABLE NPA-NXX DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		NPA-NXX Modified Date

		T

		

		Date and time (GMT) of the Last Modification to the NPA-NXX.  The initial value is null.  Value is set when either the NPA-NXX is modified or the first port occurs.



		[snip]

		

		

		





[bookmark: _Toc365876005][bookmark: _Toc368562173][bookmark: _Ref377214500][bookmark: _Ref380561191][bookmark: _Ref380811352][bookmark: _Ref411679891][bookmark: _Ref419620632][bookmark: _Ref377264784][bookmark: _Toc381720301][bookmark: _Toc436023453][bookmark: _Toc436025907][bookmark: _Toc436026067][bookmark: _Toc436037429][bookmark: _Toc437674412][bookmark: _Toc437674745][bookmark: _Toc437674971][bookmark: _Toc437675489][bookmark: _Toc463062924][bookmark: _Toc463063431][bookmark: _Toc415487531][bookmark: _Toc424033759]Table 3‑11 Portable NPA-NXX Data Model








		LSMS FILTERED NPA-NXX DATA MODEL



		Attribute Name

		Type (Size)

		Required

		Description



		[snip]

		

		

		



		NPAC Customer ID

		C (4)

		

		An alphanumeric code that uniquely identifies the LSMS NPAC Customer who is filtering subscription version, NPA-NXX, NPA-NXX-X, and Number Pool Block broadcasts.



		[snip]

		

		

		





[bookmark: _Ref377359268][bookmark: _Toc381720303][bookmark: _Toc436023455][bookmark: _Toc436025909][bookmark: _Toc436026069][bookmark: _Toc436037431][bookmark: _Toc437674414][bookmark: _Toc437674747][bookmark: _Toc437674973][bookmark: _Toc437675491][bookmark: _Toc463062926][bookmark: _Toc463063433][bookmark: _Toc415487533][bookmark: _Toc438245051]Table 3‑13 LSMS Filtered NPA-NXX Data Model






NPAC Customer Data

None.







NPAC Network Data



RR3-662	Modification of NPA-NXX – Effective Date versus Current Date

NPAC SMS shall allow the NPAC personnel to modify the effective date for an NPA-NXX to a current date or future date, if the current date is less than the existing effective date for the NPA-NXX.  (previously NANC 355, Req 5)

RR3-665	Service Provider SOA NPA-NXX Modification Flag Indicator

NPAC SMS shall provide a Service Provider SOA NPA-NXX Modification Flag Indicator tunable parameter which defines whether a SOA supports NPA-NXX Modification.  (previously NANC 355, Req 8)

NOTE:  The tunable parameter is used for both modification transactions sent over the interface as well as, modifications messages in the BDD File, and query responses.  If the tunable parameter is set to TRUE, then the download reason in the BDD File or in a CMIP query response will be set to modified.  Otherwise, it will be set to new.  In the XML interface, modification must be supported by the Service Provider (interface and BDD File).

RR3-668	Service Provider LSMS NPA-NXX Modification Flag Indicator

NPAC SMS shall provide a Service Provider LSMS NPA-NXX Modification Flag Indicator tunable parameter which defines whether an LSMS supports NPA-NXX Modification.  (previously NANC 355, Req 11)

NOTE:  The tunable parameter is used for both modification transactions sent over the interface as well as, modifications messages in the BDD File, and query responses.  If the tunable parameter is set to TRUE, then the download reason in the BDD File or in a CMIP query response will be set to modified.  Otherwise, it will be set to new.  In the XML interface, modification must be supported by the Service Provider (interface and BDD File).



RR3-310	Network Data Information Bulk Data Download – Filters for Network Data

NPAC SMS shall apply NPA-NXX Filters to Network Data in the creation of bulk data download files.  (previously NANC 354 Req 11)

NOTE:  Per RR3-5, NPA-NXX Filters do not apply to LRN data.  As such, LRN data in BDD files are not filtered based on NPA-NXX Filters.



RR3-335	Validation of LATA ID for Number Pool Block Modifies – Verify LRN in Request

NPAC shall reject Number Pool Block Modify Requests if the NPA-NXX of the NPA-NXX-X and the NPA-NXX of the LRN in the Modify Requests have different LATA IDs.  (previously NANC 319 Req 9)

New – 5	Validation of LATA ID for Number Pool Block Modifies – Verify Existing LRN

NPAC shall reject Number Pool Block Modify Requests that do not contain an LRN value if the NPA-NXX of the NPA-NXX-X and the NPA-NXX of the existing LRN have different LATA IDs.







NPAC Pooling Data



RR3-210	Block Holder Information Mass Update – Update Fields

NPAC SMS shall allow Service Provider Personnel, via the NPAC Low-Tech Interface, and NPAC Personnel, via the NPAC Administrative Interface, when performing a mass update, to update the block holder default routing information LRN, DPC(s), SSN(s), SV Type, Alternative SPID, Last Alternative SPID, Alt-End User Location Value, Alt-End User Location Type, Alt-Billing ID, Voice URI, MMS URI, and SMS URI for a 1K Block as stored in the NPAC SMS.  (Previously B-762, reference NANC 399)

Note: Service Provider Personnel are limited to LRN, DPCs, and SSNs.



RR3-97	Modification of Number Pool NPA-NXX-X Holder Information - Effective Date Update to Scheduled Block Create

NPAC SMS shall, upon modifying the effective date for an NPA-NXX-X, and where the Block Creation was a scheduled event within the NPAC SMS, also modify the corresponding date for that Block Create scheduled event.  (Previously N-210)

Note: The scheduled event date will only be modified in cases where it is prior to the effective date’s new value.



RR3-750	Number Pool Block Holder Information – Service Provider Tunable Value of TRUE for Pseudo-LRN Request

NPAC SMS shall accept a block activate request for a pseudo-LRN record from a Service Provider SOA only when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, or from a Service Provider LTI SOA only when the NPAC Customer LTI Pseudo LRN Indicator is set to TRUE.  (previously NANC 442, Req 5)



RR3-756	Number Pool Block Holder Information – Service Provider Tunable Value of TRUE for Pseudo-LRN Request

NPAC SMS shall accept a block modify request for a pseudo-LRN record from a Service Provider SOA only when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, or from a Service Provider LTI SOA only when the NPAC Customer LTI Pseudo LRN Indicator is set to TRUE.  (previously NANC 442, Req 73)









NPAC Subscription Data



Reinstate req RR5-44 and RR5-45, as result of test case review of NANC 394 test cases, where the waiting period is reduced to zero, and the Effective Date edit should be included.

RR5-44	Create Subscription Version – Due Date Validation for NPA-NXX effective date

NPAC SMS shall verify that the due date is greater than, or equal to, the NPA-NXX effective date upon Subscription Version creation for an Inter-Service Provider Port.

RR5-45	Create “Intra-Service Provider Port” Subscription Version – Due Date Validation for NPA-NXX effective date

NPAC SMS shall verify that the due date is greater than, or equal to, the NPA-NXX effective date upon Subscription Version creation for an Intra-Service Provider port.



RR5-123	Validation of LATA ID for Subscription Version Modifies – Verify LRN in Request

NPAC shall reject Subscription Version Modify Requests if the NPA-NXX of the TN and the NPA-NXX of the LRN in the Modify Requests have different LATA IDs.(previously NANC 319 Req 7)

New – 6	Validation of LATA ID for Subscription Version Modifies – Verify Existing LRN

NPAC shall reject Subscription Version Modify Requests that do not contain an LRN value if the NPA-NXX of the NPA-NXX-X and the NPA-NXX of the existing LRN have different LATA IDs.



New requirement in FRS section 4.1.2.1, Service Provider Data Creation

New – 1	Service Provider Name Slash Indicator for New Service Provider – Indicator Value

NPAC SMS shall require the Service Provider Name to contain a valid slash indicator value at the end of the name when creating a new Service Provider:
/1 – (to indicate wireline)
/2 – (to indicate wireless)
/3 – (to indicate non-carrier)
/4 – (to indicate class 1 and 2 interconnected VoIP with Number Assignment)

New – 2	Service Provider Name Slash Indicator for New Service Provider – Synchronization of Indicator Value and SP Type

NPAC SMS shall ensure that the Slash Indicator and the SP Type for a Service Provider record are synchronized when creating a new Service Provider.



New requirement in FRS section 4.1.2.2, Service Provider Data Modification

New – 3	Service Provider Name Slash Indicator for Existing Service Provider – Indicator Value

NPAC SMS shall require the Service Provider Name to contain a valid slash indicator value at the end of the name when modifying an existing Service Provider:
/1 – (to indicate wireline)
/2 – (to indicate wireless)
/3 – (to indicate non-carrier)
/4 – (to indicate class 1 and 2 interconnected VoIP with Number Assignment)

New – 4	Service Provider Name Slash Indicator for Existing Service Provider – Synchronization of Indicator Value and SP Type

NPAC SMS shall ensure that the Slash Indicator and the SP Type for a Service Provider record are synchronized when modifying an existing Service Provider.



RR5-203	Create “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of TRUE for Pseudo-LRN Request

NPAC SMS shall accept a Subscription Version Create request for a pseudo-LRN record from a Service Provider SOA only when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, or from a Service Provider LTI SOA only when the NPAC Customer LTI Pseudo LRN Indicator is set to TRUE.  (previously NANC 442 Req 25)

NOTE:  The Intra-Service Provider Port for a pseudo-LRN request cannot involve movement of the telephone number to another switch.



RR5-207	Modify “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of TRUE for Pseudo-LRN Request

NPAC SMS shall accept a pending or active Subscription Version Modify request for a pseudo-LRN record from a Service Provider SOA only when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, or from a Service Provider LTI SOA only when the NPAC Customer LTI Pseudo LRN Indicator is set to TRUE.  (previously NANC 442 Req 75)



RR5-209	Activate “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of TRUE for Pseudo-LRN Request

NPAC SMS shall accept a Subscription Version Activate request for a pseudo-LRN record from a Service Provider SOA only when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, or from a Service Provider LTI SOA only when the NPAC Customer LTI Pseudo LRN Indicator is set to TRUE.  (previously NANC 442, Req 77)



RR5-212	Disconnect “Intra-Service Provider Port” Subscription Version – Service Provider Tunable Value of TRUE for Pseudo-LRN Request

NPAC SMS shall accept a Subscription Version Disconnect request for a pseudo-LRN record from a Service Provider SOA only when the NPAC Customer SOA Pseudo-LRN Indicator is set to TRUE, or from a Service Provider LTI SOA only when the NPAC Customer LTI Pseudo LRN Indicator is set to TRUE.  (previously NANC 442, Req 78)







NPAC Audit Data

None.










NPAC Other Data (Mass Updates, SPID Migration, Maintenance, Filters, etc.)



RR3-254	Validation of LATA ID Errors on Mass Updates

NPAC SMS shall log an entry to be used for the mass update exception report when any of the LATA ID data edits are violated when mass updating a Subscription Version or Number Pool Block, and continue processing the mass update request.  (previously NANC 319 Req 10)

Note:  The LATA ID data edits are applied both to data in the request and to existing data that is not being modified but is present on the Subscription Version and Number Pool Block objects being mass updated.  In an example where 2000 SVs are being mass updated and 100 encountered LATA ID edit errors, the NPAC will perform the mass update by updating the 1900 SVs that are valid, and logging the remaining 100 SVs to be picked up on the mass update exception report.



RR3-275	SPID Migration Update – Rejection for ‘pending-like’ Number Pool Blocks or Subscription Versions

Deleted.NPAC SMS shall reject a SPID Migration Update Request Process by NPAC Personnel, via the NPAC SMS Administrative Interface, if any “pending-like” Number Pool Blocks or Subscription Versions exist where the migrating away from SPID value is present.  (previously NANC 323 Req 21)

Note:  For Number Pool Blocks this will be the Block Holder SPID, and for Subscription Versions this will be either the New SPID or Old SPID.

Note: This applies to pending-like records where the OSP (migrating-from SPID) is either the code holder or the block holder, and also pending-like records where the previous port is an active record (migrating-from SPID is the NSP) that is being migrated (e.g., SV1 is active and will be migrated, SV2 is pending-like and will be cancelled).  This also includes pending-like PTO Subscription Versions, even though PTOs do not contain an LRN.



Section 7.4.2, NANC 444 reqs.  15 reqs.  Renumber requirements (resolve duplicate number issue).

RR7-1 becomes RR7-5

RR7-2 becomes RR7-6

RR7-3 becomes RR7-7

RR7-4 becomes RR7-8

RR7-5 becomes RR7-9

RR7-6 becomes RR7-10

RR7-7 becomes RR7-11

RR7-8 becomes RR7-12

RR7-9 becomes RR7-13

RR7-10 becomes RR7-14

RR7-11 becomes RR7-15

RR7-12 becomes RR7-16

RR7-13 becomes RR7-17

RR7-14 becomes RR7-18

RR7-15 becomes RR7-19



R7‑25.1	Passwords - Non-Reusable

NPAC SMS shall ensure that a password can not be reused by the same individual for specifiable period of timea tunable number of changes.

R7‑25.2	Password Reuse Default

NPAC SMS shall default the time periodnumber of changes in which a password can not be reused to six monthsfive.







NPAC Tunable Data



System Tunables.



		Post Expiration Logins

		2

		logins

		0-10



		The number of logins a user is permitted after the user’s password has expired.







		Maximum Number of Download Records

		10000

		records

		1-200000



		The maximum number of SV records for a single data download for a TN-based recovery request.







		NPA-NXX Availability – First Usage Effective Date Window

		5

		days

		50-360







		Maintenance Window Start Time Hour

		Midnight CT00

		Hour

		00-23



		The hour that SPID Migrations may begin processing.



		Maintenance Window End Time Hour

		06

		Hour

		00-23



		The end hour of a maintenance window.









		SPID Migration Update – Online-to-Offline Restriction Window

		14

		Days

		True/False0-365











NPAC BDD Data

The following note will be deleted in three places.

		

		Fields 16 through 30 are included/excluded based on S-3.00C notification priority setting at the time of BDD file generation.
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Business Need

Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]IIS:

NPAC SMS (changed text in yellow highlights)



[bookmark: _Toc387211424][bookmark: _Toc387214337][bookmark: _Toc387214622][bookmark: _Toc387655317][bookmark: _Toc387722729][bookmark: _Toc411837859][bookmark: _Toc483807886][bookmark: _Toc16523145][bookmark: _Toc271026966][bookmark: _Toc380064226][bookmark: _Toc438029691]EFD, Flow B.5.2.3, SubscriptionVersion Modify Prior to Activate Using M-ACTION

Step 3.

NPAC SMS issues, depending upon the old service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT to the old service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.  Attribute value change notifications will be sent to both service provider SOAs when the following attribute values change for a pending, cancel-pending, conflict, or disconnect-pending subscription version:
 - subscriptionNewSP-DueDate
 - subscriptionNewSP-CreationTimeStamp
 - subscriptionOldSP-Authorization
 - subscriptionOldSP-AuthorizationTimeStamp
 - subscriptionStatusChangeCauseCode
- subscriptionTimerType – if supported by the Service Provider SOA
- subscriptionBusinessType – if supported by the Service Provider SOA
- subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA
- subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA


In the event the modification request results in a change of status the NPAC SMS will send, depending upon the old service provider’s TN Range Notification Indicator, a statusAttributeValueChange or a subscriptionVersionRangeStatusAttributeValueChange which includes the subscriptionVersionStatus to the old service provider SOA.  In the event the modification request results in a change of the status change cause code, that value will be included as well.  For the XML interface, VATN – SvAttributeValueChangeNotification.



Step 5.

NPAC SMS issues, depending upon the new service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT to the new service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.  Attribute value change notifications will be sent to both service provider SOAs when the following attribute values change for a pending, cancel-pending, conflict, or disconnect-pending subscription version:
 - subscriptionNewSP-DueDate
 - subscriptionNewSP-CreationTimeStamp
 - subscriptionOldSP-Authorization
 - subscriptionOldSP-AuthorizationTimeStamp
 - subscriptionStatusChangeCauseCode
- subscriptionTimerType – if supported by the Service Provider SOA
- subscriptionBusinessType – if supported by the Service Provider SOA
- subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA
- subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA


In the event the modification request results in a change of status the NPAC SMS will send, depending upon the new service provider’s TN Range Notification Indicator, a statusAttributeValueChange or a subscriptionVersionRangeStatusAttributeValueChange which includes the subscriptionVersionStatus to the new service provider SOA.  In the event the modification request results in a change of the status change cause code, that value will be included as well.  For the XML interface, VATN – SvAttributeValueChangeNotification.





[bookmark: _Toc360606781][bookmark: _Toc368488224][bookmark: _Toc387211425][bookmark: _Toc387214338][bookmark: _Toc387214623][bookmark: _Toc387655318][bookmark: _Toc387722730][bookmark: _Toc411837860][bookmark: _Toc483807887][bookmark: _Toc16523146][bookmark: _Toc271026967][bookmark: _Toc380064227][bookmark: _Toc438029692]EFD, Flow B.5.2.4, SubscriptionVersion Modify Prior to Activate Using M-SET

Step 3.

NPAC SMS issues, depending upon the old service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT to the old service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.  Attribute value change notifications will be sent to both service provider SOAs when the following attribute values change for a pending, cancel-pending, conflict, or disconnect-pending subscription version:
 - subscriptionNewSP-DueDate
 - subscriptionNewSP-CreationTimeStamp
 - subscriptionOldSP-Authorization
 - subscriptionOldSP-AuthorizationTimeStamp
 - subscriptionStatusChangeCauseCode
- subscriptionTimerType – if supported by the Service Provider SOA
- subscriptionBusinessType – if supported by the Service Provider SOA
- subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA
- subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA


In the event the modification request results in a change of status the NPAC SMS will send, depending upon the old service provider’s TN Range Notification Indicator, a statusAttributeValueChange or a subscriptionVersionRangeStatusAttributeValueChange which includes the subscriptionVersionStatus to the old service provider SOA.  In the event the modification request results in a change of the status change cause code, that value will be included as well



Step 5.

NPAC SMS issues, depending upon the new service provider’s TN Range Notification Indicator, an attributeValueChange or subscriptionVersionRangeAttributeValueChange M-EVENT-REPORT to the new service provider SOA.  If the subscriptionVersionStatus was set to conflict, include the subscriptionConflictTimeStamp attribute in the broadcast.  Attribute value change notifications will be sent to both service provider SOAs when the following attribute values change for a pending, cancel-pending, conflict, or disconnect-pending subscription version:
 - subscriptionNewSP-DueDate
 - subscriptionNewSP-CreationTimeStamp
 - subscriptionOldSP-Authorization
 - subscriptionOldSP-AuthorizationTimeStamp
 - subscriptionStatusChangeCauseCode
- subscriptionTimerType – if supported by the Service Provider SOA
- subscriptionBusinessType – if supported by the Service Provider SOA
- subscriptionOldSPMediumTimerIndicator – if supported by the Service Provider SOA
- subscriptionNewSPMediumTimerIndicator – if supported by the Service Provider SOA


In the event the modification request results in a change of status the NPAC SMS will send, depending upon the new service provider’s TN Range Notification Indicator, a statusAttributeValueChange or a subscriptionVersionRangeStatusAttributeValueChange which includes the subscriptionVersionStatus to the new service provider SOA.  In the event the modification request results in a change of the status change cause code, that value will be included as well







[bookmark: _Toc387211440][bookmark: _Toc387214353][bookmark: _Toc387214638][bookmark: _Toc387655333][bookmark: _Toc387722745][bookmark: _Toc411837875][bookmark: _Toc483807916][bookmark: _Toc16523179][bookmark: _Toc271027003][bookmark: _Toc380064263][bookmark: _Toc438029728]EFD, Flow B.5.5.1, SubscriptionVersion Conflict by the NPAC SMS

Step 1, picture, “subscriptionStatusChangeCauseCode = false”.
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Business Need

Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:

GDMO Behavior (changed text in yellow highlights)





-- 25.0 LNP Service Provider Filter NPA-NXX Managed Object Class



[snip]



lsmsFilterNPA-NXX-Definition BEHAVIOUR

    DEFINED AS !

        The lsmsFilterNPA-NXX class is the managed object

        used to identify the NPA-NXX values for which a service provider

        does not want to be informed of subscription version broadcasts, 

        network downloads, NPA-NXX broadcasts, NPA-NXX-X broadcasts, Number Pool Block broadcasts,or SOA notifications.

    !;





-- 31.0 Service Provider NPA-NXX-X Data Managed Object Class



serviceProvNPA-NXX-X-Behavior BEHAVIOUR



[snip]



        The serviceProvNPA-NXX-X-ModifiedTimeStamp is set to the current

        date and time of when the object is created on the NPAC SMS or when the NPAC SMS last modified the object or when the object is created on the NPAC SMS.





-- 8.0  LNP Audit Discrepancy Version Id



auditDiscrepancyVersionId ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.SubscriptionVersionId;

    MATCHES FOR EQUALITY;

    BEHAVIOUR auditDiscrepancyVersionId-Behavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 8};



auditDiscrepancyVersionId-Behavior BEHAVIOUR

    DEFINED AS !

        This attribute is used to store the version id for the TN for

        which the discrepancy was found in an audit discrepancy

        notification in a log record.



        The NPAC SMS uses a 32-bit signed integer for the Naming ID Value.  ID

        value interpretation is based on the way an LNP system treats binary

        integer numbers.  Signed interpretation will see negative numbers when

        the 32nd bit is used.  Unsigned interpretation will always see

        positive numbers.

                    Binary                      Signed         Unsigned

                    Numbers                     Numbers         Numbers

        00000000000000000000000000000001           1               1

        00000000000000000000000000000010           2               2

        00000000000000000000000000000011           3               3

                     (cont')                    (cont')         (cont')

        01111111111111111111111111111110      2147483646      2147483646

        01111111111111111111111111111111      2147483647      2147483647

                                               Rollover

        10000000000000000000000000000000     -2147483648      2147483648

        10000000000000000000000000000001     -2147483647      2147483649

        10000000000000000000000000000010     -2147483646      2147483650

        10000000000000000000000000000011     -2147483645      2147483651

                     (cont')                    (cont')         (cont')





-- 35.0 LNP Service Provider Name



serviceProvName ATTRIBUTE

    WITH ATTRIBUTE SYNTAX LNP-ASN1.ServiceProvName;

    MATCHES FOR EQUALITY, ORDERING;

    BEHAVIOUR serviceProvNameBehavior;

    REGISTERED AS {LNP-OIDS.lnp-attribute 35};



serviceProvNameBehavior BEHAVIOUR

    DEFINED AS !

        This attribute is the English name for the service provider (including slash indicator, 38 +2).

!;





-- 138.0 LNP Service Provider NPA-NXX-X Modified Timestamp



[snip]



serviceProvNPA-NXX-X-ModifiedTimeStampBehavior BEHAVIOUR

    DEFINED AS !

        This attribute provides the date and time the

        serviceProvNPA-NXX-X object was last modified on the NPAC SMS or when the object is created on the NPAC SMS.

!;





-- 159.0 LNP Service Provider NPA-NXX Modification Time Stamp



[snip]



serviceProvNPA-NXX-ModifiedTimeStampBehavior BEHAVIOUR

    DEFINED AS !

        This attribute provides the date and time the serviceProvNPA-NXX

        object was last modified on the NPAC SMS (either the subscriptionVersionNewNPA-NXX notification is sent or the serviceProvNPA-NXX-EffectiveTimeStamp is updated).  It is initially null when the serviceProvNPA-NXX object is created.

!;
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Business Need

Documentation updates.



Description of Change:

Changes detailed below.






[bookmark: _Toc59881639]Requirements:

Turn-up Test Plan (changed text in yellow highlights)



Chapter 7, test case Audit_3, update test designation, No for XML SOA.







Chapter 7, test case 191/291-8, update test designation, NPAC only.







Chapter 8, intro section.



A general statement will be added regarding TN Range Notifications (one TN range notification if supported by SP , individual TN notifications if not supported by SP).







Chapter 8, test case 8.1.1.1.1.1, change LSMS to optional.



The service provider for which the NPA-NXX is to be added exists with associations established via the SOA and LSMS (optional) Interfaces.

Multiple service providers exist with associations established via the LSMS Interface (optional).







Chapter 8, test case 8.1.1.4.1.9, update text for purpose.



The Local SMS queries the NPAC for its own LRN data.







Chapter 8, test case 8.1.2.1.1.30, update text for Result 11 and 12.  Similar changes to 8.1.2.1.1.31, 8.1.2.1.1.32, 8.1.2.1.1.33.



The Final Concurrence Window timer expires for the TN and a T2 Timer Expiration notification in CMIP (VNFN – SvNewSpFinalConcurrenceWindowExpirationNotification in XML) is sent to the New Service Provider’s SOA, if they support the notification according to their NPAC Customer No New SP Concurrence Notification Indicator in their service provider profile on the NPAC SMS.

The newSPFinal ConcurrenceWindowExpiration notification in CMIP (VNFN – SvNewSpFinalConcurrenceWindowExpirationNotification in XML) is sent to the Old Service Provider’s SOA, if they support the notification according to their NPAC Customer No New SP Concurrence Notification Indicator in their service provider profile on the NPAC SMS.. The subscription version will remain in ‘pending’ until the duration for the Pending SV Cancellation tunable on the NPAC SMS has passed.







Chapter 8, test case 8.1.2.1.1.6, update Expected Results section with a TN Range clarification. 



If TN ranges are supported then only one notification will be sent/received.

A general statement will be added regarding TN Range Notifications.







Chapter 8, test case 8.1.2.1.1.37, update pre-req 1.



The NPA-NXX of the TN Range is owned by another the Old Service Provider (not the Old Service Provider or the New Service Provider).







Chapter 8, test case 8.1.2.2.1.1, update text for purpose, Result 1 and 3, and Note.  Similar changes to 8.1.2.2.1.2, 8.1.2.2.1.3, 8.1.2.2.1.8, 8.1.2.2.1.9, 8.1.2.2.1.14, 8.1.2.2.1.15, 8.1.2.2.1.18, 8.1.2.2.1.19



Due Date (set it equal to the NPA-NXX Live TimestampEffective Date)

M-SET (or M-ACTION)

subscriptionOldSP-DueDate
subscriptionNewSP-CreationTimeStamp






Chapter 8, test case 8.1.2.2.1.22, update text for Purpose and pre-req 3.



New Service Provider issues a modify Status Change Cause Code for a range of TNs for another service provider’s of ‘pending’ ports.  

Pending ports are for another Service Provider.







Chapter 8, test case 8.1.2.2.1.40, update text for pre-req 2.



Prerequisite 2: 'Active' subscription version exists for the TN for another Old Service Provider.







Chapter 8, test case 8.1.2.2.1.49, update text for status attribute value change notification to both OSP and NSP.



Add SAVC to OSP.

Add SAVC to NSP.







Chapter 8, test case 8.1.2.3.1.2, update text for Result 1.  Similar changes to 8.1.2.3.1.3, 8.1.2.3.1.5, 8.1.2.3.1.6.



NPAC SMS sets the status, for the Subscription Version, to disconnect ‘pending’ upon receiving the disconnect request via the mechanized SOA interface.







Chapter 8, test case 8.1.2.3.1.7, delete Test Case.







Chapter 8, test case 8.1.2.3.1.10, update text for Result 164.  Result 16 which was a strikethrough in the previous version of this document has been reinstated (i.e., no longer removed from the test case results).  Similar changes to 8.1.2.3.1.13



NPAC SMS sets the Subscription Version status to old upon receiving a successful acknowledgment from one of the LSMSs.

NPAC SMS sets the status, for the Subscription Version, to old upon receiving successful acknowledgment from all involved LSMSs.







Chapter 8, test case 8.1.2.3.1.11, update text for Result 3.



[bookmark: OLE_LINK41][bookmark: OLE_LINK42]NPAC SMS sends an status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML) to the current Service Provider setting the status to ‘disconnect pending’.







Chapter 8, test case 8.1.2.3.1.16, update text for Result 1.



Pending Active port request is not modified







Chapter 8, test case 8.1.2.3.1.17, update text for Title and Purpose.

Title: Modify deferred disconnect for a range of TNs for other Service Provider. – Error

Pre-requisite: Status of the TNs must be "disconnect pending"







Chapter 8, test case 8.1.2.4.1.2, update text for Result 6 and 7.  Similar changes to 8.1.2.4.1.5



All LSMSs do not create the object and/or send an unsuccessful acknowledgment in CMIP (or DNLR – DownloadReply in XML) to the NPAC SMS.

NPAC SMS does not receive successful acknowledgment in CMIP (or DNLR – DownloadReply in XML) of successful object creation from all involved LSMSs.







Chapter 8, test case 8.1.2.4.1.5, update Result 11 and 13.



NPAC SMS sends a status attribute value change message in CMIP (or VATN – SvAttributeValueChangeNotification in XML), for each Subscription Version (or TN Range Notification), to the Old Service Provider setting the status to ‘failed’ and the list of failed LSMSs, upon activation failure.







Chapter 8, test case 8.1.2.4.1.8, update pre-req 1.  Similar change to 8.1.2.4.1.17.



An inter-service provider port exists with no New Service Provider timestamp (no New SP Create has been sent) and the NPA-NXX associated with the port has an effective date greater than the activation request.







Chapter 8, test case 8.1.2.4.1.17, delete Test Case.







Chapter 8, test case 8.1.2.7.2.1, update text for Result 3.



The Service Provider SOA LSMS SV Query Indicator as described in steps 3i and 3ii apply only to CMIP.







Chapter 9, intro section.



A general statement will be added regarding TN Range Notifications (one TN range notification if supported by SP , individual TN notifications if not supported by SP).







Chapter 9, test case 75-25, update text for NPA-NXX Live Timestamp.  Change it to NPA-NXX Effective Date.  Similar changes to 75-26.



NPA-NXX Live TimestampEffective Date







Chapter 9, test case ILL 79-3, update text for pre-req 2.  Similar changes to ILL79-5, pre-req 5; 8.4.



Issue a Scheduled Downtime Notification (NPAC SMS issues the lnpNPAC-SMS-Operational-Information notification).







Chapter 9, test case 23-1, update text for step 3.



The SOA receives the M-CREATE Error Response in CMIP indicating a processingFailure error with a text message: “requesting SPID mismatch for M-CREATE subscriptionAudit:reqSpid=xxxx:acSpid=xxxx” (or ACRR – AuditCreateReply in XML).







Chapter 9, test case 48-2, change LSMS to conditional.  Similar changes to 48-3.







Chapter 9, test case 68-1, update text for Expected Result 1.



The NPAC SMS searches the Subscription Version database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:

· The NPAC SMS logs an exception for each Subscription Version  within the TN range specified for the Mass Update that has a status of either old, partial failure, sending, cancel  or disconnect-pending .  No exceptions are logged.

· If WSMSC data is supported by the LSMS it will be used in the Mass Update.

· If Optional Data elements or SV Type are supported by the LSMS they will be used in the Mass Update.







Chapter 9, test case 68-3, update text for Expected Result 1.



The NPAC SMS searches the Subscription Version database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs: No exceptions are logged.

· The NPAC SMS logs an exception for each Subscription Version  with the LRN and Service Provider ID specified for the Mass Update that has a status of either old, partial failure, sending, cancel  or disconnect-pending.







Chapter 9, test case 139-8, update text for Objective.  Similar changes to 139-15.



[bookmark: OLE_LINK31]SOA – Service Provider Personnel delete an NPA-NXX on the NPAC SMS, that belongs to another Service Provider.  The SOA and LSMS (optional) are connected to the NPAC SMS.  The SOA Network Data Download Association Function, LSMS Network and Subscription Data Download Association Functions are set to ‘ON’. – Error







Chapter 9, test case 201-1, update text for pre-req 1.  Similar changes to all 201 test cases.



Verify that the New and Old Service Provider’s ‘SOA Supports Timer Type’ and ‘SOA Supports Business Hours’ are set to ‘TRUE’ in their Customer Profile.







Chapter 9, test case 201-17, update text for steps 4.  Delete step 5.



The NPAC SMS issues an M-EVENT-REPORT in CMIP (or VNINCAN – SvNewSpInitialCreateWindowExpirationCancelAckNotification in XML) to the New Service Provider SOA indicating the Initial Cancellation Window has expired.



Wait for the Short Final Cancellation Window to expire.

The NPAC SMS issues an M-EVENT-REPORT in CMIP (or VNFN – SvNewSpFinalCreateWindowExpirationNotification in XML) to the New Service Provider SOA indicating the Final Cancellation Window has expired.







Chapter 9, test case 203-8, update text for all test steps.  Remove existing four steps, and replace with similar 11 steps as 203-7 (so that it is a success test case instead of an error test case).  WSMSC is not required.







Chapter 9, test case 203-32, update text for Expected Result 1.



The NPAC SMS searches the Subscription Version database for the Subscription Versions that match the selection criteria.  For all objects that match the criteria, the following occurs:

· The NPAC SMS creates a Subscription Version with a new Subscription Version ID and a status of ‘old’ for each of the active Subscription Versions that are being modified as a result of the Mass Update request.

· The NPAC SMS logs an exception for each Subscription Version with the WSMSC DPC values specified for the Mass Update that has a status of either old, partial failure, sending, canceled or disconnect pending.







Chapter 10, intro section.



A general statement will be added regarding TN Range Notifications (one TN range notification if supported by SP , individual TN notifications if not supported by SP).







Chapter 10, test case 6.2.3, update text for pre-req 1.



Verify that the NPA-NXX-X (Block Holder different than Code Holder) exists for the TN to be used to create a ‘pending’ Intra-Service Provider Subscription Version.







Chapter 10, test case 6.2.10, update text for pre-req 1.



Verify that the NPA-NXX-X exists for the TN to be used to create a ‘pending’ InterIntra-Service Provider Subscription Version.







Chapter 10, test case 6.2.13, update text for Expected Results 10, 11, 12.



NPAC Personnel verify that the Subscription VersionSV3 with LNP Type set to ‘POOL’ and status set to ‘active’ exists on the NPAC SMS.

1.   On the SOA, verify that SV2 exists with an empty Failed SP List.

2.  Verify that SV2 does not exist, but that the respective Number Pool Block does exist.

Verify that SV23 exists with an LNP Type set to ‘POOL’, a status of ‘active’ and an empty Failed SP List on the NPAC SMS.







Chapter 10, test case 6.2.15, update text for test designation, R for SOA, N/A for LSMS (same change in Chapter 7); update text for Expected Results 8, 9, 10.



1.   On the SOA, verify that the Subscription Version exists with an empty Failed SP List a status of ‘pending’.

2.   On the LSMS, verify that the Subscription Version exists with a status of ‘active’.

Verify that the Subscription Version exists with a status of ‘activepending’ and an empty Failed SP List on the NPAC SMS.

Using the Audit Results Log verify that no updates were issued as a result of performing this audit.  If any updates were sent the LSMS fails this test case.







Chapter 10, test case 6.5.6, update text for Expected Results 10, 11, 12.



NPAC Personnel verify that a Subscription VersionSV2 with a status of ‘failed’ and a Failed SP List that reflects all Service Providers that reflects all Service Providers that did not successfully respond to the request exists on the NPAC SMS.

On the Block Holder SOA, verify that a Subscription VersionSV1 with a status of ‘partial failureactive’ exists with an empty Failed SP List that reflects all Service Providers that did not successfully respond to the request.

From the Block Holder SOA, verify that a Subscription VersionSV2 with LNP Type ‘POOL’ exists with a Failed SP List that reflects all Service Providers that did not successfully respond to the request on the NPAC SMS.







Chapter 10, test case 8.4, update text for pre-req 3.



Issue a Scheduled Downtime Notification.







Chapter 10, test case 9.2.  Update test step numbers, update audit delete/SAVC in same row.



Row 5.4

Row 7.5, The NPAC SMS issues an M-DELETE Request (not available over the XML interface) for the subscriptionAudit object to itself.The NPAC SMS issues an M-EVENT-REPORT numberPoolBlockStatusAttributeValueChange (or PATN – NpbAttributeValueChangeNotification in XML) for the Number Pool Block, and sets the Number Pool Block status to 'active', and updates the subscriptionFailedSP-List to exclude the Service Provider LSMSs that were corrected to the Block Holder SOA.

The Block Holder SOA receives the M-EVENT-REPORT for the Number Pool Block, from the NPAC SMS and issues an M-EVENT-REPORT Confirmation (not available over the XML interfaceor NOTR – NotificationReply in XML) back to the NPAC SMS.

Row 8.6







Chapter 10, test case 9.3.  Delete step 5.



The NPAC SMS issues an M-DELETE Request for the subscriptionAudit object to itself.







Chapter 10, test case 9.4, update text for step 4, expected results.  Add text for the missing bullet point.



A discrepancy where one of the LSMSs has a Block that has been de-pooled.







Chapter 11, test case 2.6, update text to step 5.  Add step for LSMS to send back range Create notification to the NPAC.



NPAC SMS issues two M-CREATEACTION Requests subscriptionVersion in CMIP (or SVCD – SvCreateDownload in XML) to all LSMSs in the region accepting downloads for this NPA-NXX.

One M-CREATEACTION Request is sent for the first 500 TNs with one set of DPC/SSN data and another M-CREATEACTION Request is sent for the next range of 500 TNs with a different set of DPC/SSN data.

1. All LSMSs in the region accepting downloads for this NPA-NXX receive the M-CREATEACTION Requests in CMIP (or SVCD – SvCreateDownload in XML) and verify that the requests are valid.

2. All LSMSs in the region issue respective M-CREATEACTION Responses in CMIP (or DNLR – DownloadReply in XML) to the NPAC SMS.  One for the first 500 TNs and one set of DPC/SSN data and one for the second set of 500 TNs and another set of DPC/SSN data.



Add a new row in between 5 and 6 for the LSMS to send back a TN range notification to the NPAC.

SP

All LSMSs in the region issue an M-EVENT-REPORT subscriptionVersionLocalSMS-ActionResults notification.

NPAC

The NPAC SMS responds to each of the M-EVENT-REPORT subscriptionVersionLocalSMS-ActionResults as it receives these notifications with an M-EVENT-REPORT Confirmation.









Chapter 11, test case 2.7, update text to step 5.  Add step for LSMS to send back range Create notification to the NPAC.



M-CREATEACTION

The Local SMS sends to the NPAC SMS the M-EVENT-REPORT specifying the success or failure of the creates.  For the XML interface, N/A.







Chapter 11, test case 2.41, update text to remove LSMS designation of N/A.  The LSMS is involved in downloads.  Similar change to 2.42.







Chapter 11, test case 3.4, update text to indicate initial in step 12 and final expirations in steps 15 and 17.



Once the Service Provider Initial Concurrence Window has expired, NPAC SMS issues an M-EVENT-REPORT to the New SP SOA based on their Customer TN Range Notification Indicator.



Once the Service Provider Final Concurrence Window has expired, NPAC SMS determines that the NPAC Customer No New SP Concurrence Notification Indicator is set to TRUE for the Old SP.







Chapter 11, test case 4.5, update text in Purpose to indicate “before midnight”.



SOA – Service Provider Personnel (Old or New) do the initial create of a subscription version after 7:00PM EST and before midnight where the due date is the current date in local time but the next day in GMT. – Error







Chapter 11, test case 6.3, update text in step 1 to indicate Old SP.



Using the SOA, NewOld SP Personnel perform the following activities in the order listed and as quickly as possible and submit to the NPAC SMS:







Chapter 12, test case 169-2, update text for pre-reqs.  Similar changes to 169-1, 169-3 and 169-4.



First Create and then Activate 100 Intra-Service Provider Subscription Versions using an NPA-NXX that is open for porting and for which an NPA-NXX filter exists for the Service Provider under test.  This Service Provider is neither the Old nor New Service Provider for these Subscription Versions. Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX. Verify that the Subscription Versions have a status of ‘Active’. (SV group b ___________________)  Remove the filter for this NPA-NXX.

Activate a Number Pool Block for an NPA-NXX for which this Service Provider under test is accepting downloads, but it is another Service Provider’s Number Pool Block.  Use simulators that are associated with the NPAC and are receiving downloads for this NPA-NXX.  Verify that the Pooled Subscription Versions have Number Pool Block has a status of ‘Partial-Fail’. (SV group e_____________________) (NPB e______________)

Put simulated SPID LSMS in recovery.  Use at least one simulator that is associated with the NPAC and is accepting downloads for this NPA-NXX.  Verify that the Service Provider under test is accepting downloads for this NPA-NXX.  Activate an uncontaminated Number Pool Block on behalf of another Service Provider. Verify that the Pooled SVs and NPB have a status of ‘Sending’. (SV group f_______________), (NPB f_________________)  During the test case retry timers will exhaust, and then the status of the Pooled SVs and NPB should be ‘Partial-Fail’.







Chapter 12, test case 187-4, update text for pre-req 1.  Similar changes to 187-5.



Issue a Scheduled Downtime Notification.







Chapter 12, test case 191/291-9, update text for pre-reqs.



Verify that non-pooled TNs within the Mass Update TN range exist.







Chapter 12, test case 322-2, update text for steps 3, 5, 6, and 7.



Pooled SVs







Chapter 12, test case 354-2, update text for pre-req 2 and expected results 3.



Modify LRN 1a (above), note the modified attributes. 

Create an NPA-NXX-X respective to NPA-NXX 1b on behalf of the Service Provider under test (NPA-NXX-X 1b ___________________).

Modify NPA-NXX-X respective to 1b on behalf of the Service Provider under test, note the modified attributes.

Modify LRN 1a (above) again, note the modified attributes.



NPA-NXX 1b exists on the SOA, this was not part of the BDD.

NPA-NXX 1b exists on the LSMS, this was not part of the BDD.







Chapter 13, test case 348-1, update text for pre-req 1.  Similar changes to 348-2.



lnpNPAC-SMS-Operational-Information in CMIP (not available over the XML interface)







Chapter 13, test case 394-1, update text for Live Timestamp.  Similar changes to 394-2, and 394-3.



NPA-NXX Live TimeStampEffective Date







Chapter 13, test case 138-1, update text for step 2.



Wait for the Final Cancellation Window to expire.



The NPAC SMS issues an M-EVENT-REPORT in CMIP (or VCAN – SvCancelAckNotification in XML) to the New Service Provider SOA indicating the Final Cancellation Window has expired.







Chapter 13, test case 400-1, update text for reference in chapter 7 matrix to indicate N/A for LSMS.







Chapter 15, test case 355-3, update text for application level errors to indicate non-action.  Similar changes to 355-4.



If the Service Provider SOA supports Non-Action Application Level Errors, the NPAC SMS issues an M-SET response processing_failure along with an error code in CMIP (not available over the XML interface).

If the Service Provider SOA does not support Non-Action Application Level Errors the NPAC SMS issues an M-SET response indicating access_denied in CMIP (not available over the XML interface).

The respective NPA-NXX is not updated.







Chapter 16, test case Assoc Data-11, update text to indicate conditional.







Chapter 16, test case Assoc Data-12, update text to indicate N/A for SOA.







Chapter 16, test case Assoc Data-14, update text to indicate N/A for LSMS.







Chapter 16, test case Assoc Mgmt-1, update text to indicate conditional.  Same change in Assoc Mgmt-3.



NPAC SMS issues an association response abort request (AAREABRT) with errorCode = retry-same-host.







Chapter 16, test case Assoc Mgmt-9, update text to indicate conditional.
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Originator:  10x People
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Business Need

Documentation update for the BDD Notification File.



Description of Change:

Changes detailed below.




[bookmark: _Toc59881639]FRS:



Notifications Download File

The Notification download file contains records for notifications as they are defined in the IIS.  Each record contains required and optional attributes and data is logged at the time of notification generation based on the reason the notification was generated as well as NPAC Customer profile settings.  The inclusion of TN/TN Range/NPA-NXX-X in respective notifications is not dependent on the NPAC Customer settings for Subscription Version TN Attribute Flag and Number Pool Block NPA-NXX-X Attribute Flag indicators.

The Notifications download file example (Figure E- 8 – Notification Download File Example, below) contains two records in the file, individual fields are pipe delimited, with a carriage return (CR) after each Notification record.  The breaks in the lines and the parenthesized comments are solely for ease of reading and understanding.

The “Value in Example” column in Table E-7 directly correlates to the values for the hypothetical Notification in the download file example, as seen in Figure E-8.

The file name for the Notifications download file will be in the format:

	Notifications.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS.DD-MM-YYYYHHMMSS (The Notifications portion is the literal string " Notifications".)

The first timestamp in the filename is the time the download begins. The second and third timestamps are the beginning and ending time ranges respectively.

The Notifications file given in the example would be named:

	Notifications.15-10-2004081122.12-10-2004080000.13-10-2004133022

The file contents for the Notifications download file will be specific for the following indicators, based on the system type (SOA or LSMS) that is requesting the BDD File.  If support is TRUE, it will include pipes with the supplied value or blank (if no value was specified).  If support is FALSE, it will NOT contain empty pipes as placeholders:

1. SOA supports SV Type

2. SOA supports Optional Data attributes and associated parameters

In the download file each notification can be identified by the combination of the Notification ID and Object ID fields.  LNP specific notifications are defined with a unique Notification ID in the GDMO however some notifications sent across the interface are CMIP primitives and do not have unique Notification IDs.  In order to uniquely identify these notifications in the download file, the original CMIP primitive Notification ID has been augmented with a 1000-series number to create a unique Notification ID/Object ID combination.  For example, the subscriptionVersionNPAC-ObjectCreation notification is a CMIP primitive notification that uses a Notification ID of (6) and Object ID of (21) across the interface.  At the same time the LNP specific notification, subscriptionVersionDonorSP-CustomerDisconnectDate as defined in the GDMO uses the same Notification ID and Object ID.  In order to uniquely identify the subscriptionVersionNPAC-ObjectCreation notification for the download file we have augmented the Notification ID to a 1000-series number of, (1006).  The Object ID remains the same (21).  The affected notifications are:

1. SubscriptionVersionNPAC-ObjectCreation (Notification ID 1006, Object ID 21)

2. SubscriptionVersionNPAC-attributeValueChange (Notification ID 1001, Object ID 21)

3. SubscriptionAudit-objectCreation (Notification ID 1006, Object ID 19)

4. Subscription Audit-objectDeletion (Notification ID 1007, Object ID 19)

5. NumberPoolBlock-objectCreation (Notification ID 1006, Object ID 30)

6. NumberPoolBlock-attributeValueChange (Notification ID 1001, Object ID 30)



Data for the following attributes are included if the attribute is supported at the time of BDD file generation.  If the Service Provider supports that attribute at the time of BDD file generation the attribute is included with values.  If the Service Provider does not support that attribute at the time of BDD file generation the attribute is not included (no empty pipe placeholder).

1. WSMSC DPC

2. WSMSC SSN

3. SV Type

4. Optional Data (with applicable parameters within this attribute)



In certain NPAC operation scenarios where both AVC and SAVC notifications are generated for a CMIP SPID (e.g., modify pending SV to conflict), only an AVC notification is generated for an XML SPID.  The AVC notification that is sent to the SPID over the XML interface will include the status and cause code.  To allow for backward compatibility of the BDD, the BDD file will contain the following, even for an XML SPID:

[bookmark: _GoBack] - One line for AVC without the status and cause code

 - One line for SAVC with the status and cause code



In NPAC audit operation scenarios where both subscriptionAudit-DiscrepancyRpt and subscriptionAuditResults notifications are generated for a CMIP SPID, only a subscriptionAuditResults notification is generated for an XML SPID.  The subscriptionAuditResults notification that is sent to the SPID over the XML interface will include the discrepant LSMSs.  To allow for backward compatibility of the BDD, the BDD file will contain the following, even for an XML SPID:

 - One audit results notification, and

 - One audit discrepancy notification for each discrepant LSMS
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Business Need

The current XML schema definition of the Optional Data attribute on subscription version and number pool block modify operations incorrectly indicate the values can be removed in their entirety.  Since the Optional Data attribute could contain multiple parameters (with values), the XML schema should be changed to prevent a mistake where all of the values in all of the parameters are removed, when only one or more are meant to removed.  As such, the current behavior requires that each parameter within the Optional Data attribute be individually identified for modification, including a modification where the existing value is being removed.



Description of Change:

Update XIS.  Update XML schema.




[bookmark: _Toc59881639]XIS:

0. [bookmark: _Toc336959525][bookmark: _Toc338686192][bookmark: _Toc394492798]  NPAC Rules for Handling of Optional Data Fields

Information is provided on how the NPAC handles the XML string as well as how providers system should deal with Activate and Modify downloads that contain the XML structure svb_optional_data. Disconnects are not covered here because they don’t contain the XML svb_optional_data structure. If a SOA request contains multiple optional data fields with the same field name, the first of the duplicates will be used.

· Activate – The svb_optional_data structure contains only those fields supported by the provider and specified in the create request.

· Provider systems should store the fields specified in the message.

· Modify - The svb_optional_data structure contains only those fields supported by the provider and that were modified in the modify request. 

· If the modify removed a value from an optional field, it is included in the svb_optional_data structure with an od_value of nil.

· Provider systems should modify only the fields specified in the message. Any other optional fields should be retained.

· Downloads resulting from an Audit - The svb_optional_data structure is included only for fields supported by the provider.

· Only the optional data fields supported by an LSMS are audited.

· Only the optional data fields supported by the auditing SOA are returned to the SOA in the discrepancy notifications

· For Modify downloads that result from an Audit:

· The svb_optional_data contains all fields supported by the provider, regardless of whether or not that individual field was discrepant, and regardless of whether or not the NPAC’s subscription version has values for those fields. 

· Fields not supported by the provider are omitted even if they were returned in the Audit query reply from the LSMS.

· Fields supported by the provider but not present in the NPAC’s subscription version are included with a od_value of nil.

· Provider systems should store the fields as specified above for Activate or Modify downloads.

· Notifications – 

· For a create notification (Number Pool Block only), the svb_optional_data structure contains only fields supported by the provider and specified in the create request.

· For an AVC the svb_optional_data structure contains only those fields supported by the provider that were modified. If a supported field is removed, it is included in the structure with a od_value of nil.

· BDD - Each field supported by the provider has a position in the BDD record.

· For fields supported by the provider but not present in the NPAC’s subscription version, the field is included in the string with an empty value (two adjacent pipe characters).

· For fields not supported by the provider, no field placeholder is included in the string (no adjacent pipe characters).

· Provider systems should replace all fields with those in the BDD.

· Field Removal – Provider modify requests that remove optional data fields using the svb_optional_data structure from Number Pool Blocks or Subscription Versions:

· Each optional data field must be removed individually using the svb_optional_data structure with an od_value specified as nil.

· Removal of the entire svb_optional_data field using nil is not supported.







XSD:



<xs:complexType name="NumberPoolBlockModifyRequestData">

<xs:sequence>

        		<xs:choice>

            		<xs:element name="block_id" type="BlockId"/>

            		<xs:element name="block_dash_x" type="NpaNxxX"/>

        		</xs:choice>

        		<xs:element name="svb_lrn" type="Lrn" minOccurs="0"/>

        		<xs:element name="svb_class_dpc" type="Dpc" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_class_ssn" type="Ssn" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_lidb_dpc" type="Dpc" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_lidb_ssn" type="Ssn" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_isvm_dpc" type="Dpc" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_isvm_ssn" type="Ssn" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_cnam_dpc" type="Dpc" nillable="true" minOccurs="0"/> 

        		<xs:element name="svb_cnam_ssn" type="Ssn" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_wsmsc_dpc" type="Dpc" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_wsmsc_ssn" type="Ssn" nillable="true" minOccurs="0"/>

        		<xs:element name="svb_sv_type" type="SVType" minOccurs="0"/>

        		<xs:element name="svb_optional_data" type="OptionalData" nillable="true" minOccurs="0"/>

    	</xs:sequence>

</xs:complexType>



<xs:complexType name="SvModifyPendingNewData">

	<xs:sequence>

		<xs:element name="svb_lrn" type="Lrn" minOccurs="0"/>

		<xs:element name="svb_new_sp_due_date" type="xs:dateTime" minOccurs="0"/>

		<xs:element name="svb_class_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_class_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_lidb_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_lidb_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_isvm_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_isvm_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_cnam_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_cnam_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_end_user_location_value" type="EndUserLocationValue" nillable="true" minOccurs="0"/>

		<xs:element name="svb_end_user_location_type" type="EndUserLocationType" nillable="true" minOccurs="0"/>

		<xs:element name="svb_billing_id" type="BillingId" nillable="true" minOccurs="0"/>

		<xs:element name="svb_wsmsc_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_wsmsc_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="sv_customer_disconnect_date" type="xs:dateTime" minOccurs="0"/>

		<xs:element name="sv_effective_release_date" type="xs:dateTime" minOccurs="0"/>

		<xs:element name="svb_sv_type" type="SVType" minOccurs="0"/>

		<xs:element name="svb_optional_data" type="OptionalData" nillable="true" minOccurs="0"/>

		<xs:element name="sv_new_sp_medium_timer_indicator" type="xs:boolean" minOccurs="0"/>

	</xs:sequence>

</xs:complexType>



<xs:complexType name="SvModifyActiveNewData">

	<xs:sequence>

		<xs:element name="svb_lrn" type="Lrn" minOccurs="0"/>

		<xs:element name="svb_class_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_class_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_lidb_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_lidb_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_isvm_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_isvm_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_cnam_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_cnam_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_end_user_location_value" type="EndUserLocationValue" nillable="true" minOccurs="0"/>

		<xs:element name="svb_end_user_location_type" type="EndUserLocationType" nillable="true" minOccurs="0"/>

		<xs:element name="svb_billing_id" type="BillingId" nillable="true" minOccurs="0"/>

		<xs:element name="svb_wsmsc_dpc" type="Dpc" nillable="true" minOccurs="0"/>

		<xs:element name="svb_wsmsc_ssn" type="Ssn" nillable="true" minOccurs="0"/>

		<xs:element name="svb_sv_type" type="SVType" minOccurs="0"/>

		<xs:element name="svb_optional_data" type="OptionalData" nillable="true" minOccurs="0"/>

	</xs:sequence>

</xs:complexType>
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PIM 86 - Process to handle Unauthorized Ports (Edits as of 02.26.2016 for Presentation to LNPAWG).pdf
LNP Problem/lIssue Identification and Description Form

Submittal Date (mm/dd/yyyy): Original 05/12/2015 / Resubmit 03/01/2016  PIM XX
Company(s) Submitting Issue: Bandwidth.com, Inc.
Contact(s): Name Lisa Jill Freeman & Matt Ruehlen

Contact Number 919-439-3571

Email Address ljfreeman@bandwidth.com & mruehlen@bandwidth.com
(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)

1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)

Originally submitted as per below, seeking consensus to amend the scope of this
PIM to address overall challenges related to claims of an unauthorized port in order
to develop one cohesive PIM and resulting Best Practice (“BP”).

Currently there are a variety of PIMs and BPs covering such things as, (including
but not limited to) “Inadvertent Ports”, “Disputed Ports”, “Fraudulent Vanity
Number Ports”, “Unauthorized Ports”, etc. All of which are in part or whole
addressed in a variety of PIMs and/or BPs, (including but not limited to, PIM 53, BP
42, and BP 58) which have been developed over a broad time frame. Some of these
areas, definitions, practices, etc., overlap, have opportunities for refinement
especially in light of newer technologies and systems, and/or are scattered across
the various resources. Because of this there is a need to bring together all the
information related to this overall topic/issue in order to replace the existing various
PIMs/BP with one all inclusive updated cohesive PIM/BP.

Original Submission:

In the event of a claim of a disputed port, for any reason, there are:

1. No existing clear guidelines around how providers will work together to research
and resolve the claim of a disputed port.

2. Based on the outcome of the research, there is an opportunity for clearer broad
recommendations around the circumstances under which a number will be
released back to the then losing provider (or “OSP”).

For the purposes of this PIM, the term “disputed” shall mean any port which for
whatever reason resulted in the OSP receiving a report from their customer and/or
end user and/or another service provider that the port-out was in error; this is
regardless if the OSP provided FOC or otherwise was not aware of an issue with the
port prior to its completion.






In the end, although the losing carrier may not necessarily agree with the veracity
of a given port, they should feel confident they verified to the fullest extent possible
and can defend the position of the winning provider (or “NSP”) to their claiming
customer and/or end user.

It should be noted that while pre-FOC validations afford a level of prevention, there
are multiple factors which negate the full utility (including, but not limited, to an
increasing amount of identity theft, and CSR validation which provides an avenue
chance for an individual to learn the account information required to port).

Many providers may not view these instances as immediately impacting to their
customers’ continuity of service at present. However, the FCC’s movement toward
opening numbering authority to non-CLEC/LEC entities creates a forward-looking
reality of an increase in LNP participants that could quickly make the disputed port
landscape more complicated if a best practice does not already exist.

2. Problem/lIssue Description: (Provide detailed description of problem/issue.)

A. Examples & Impacts of Problem/Issue:

Example: A port completes and the OSP is contacted by their customer and/or end
user (going forward, end user) that the port was not authorized (for whatever
reason), that OSP (after completing their own research and verification to the best
of their ability) will need to reach out to the NSP to verify and compare certain
information such as LOA and bill copy. Without a clear and agreed upon set of
guidelines around contacts & escalation paths, reasonable response time
expectations, types of cooperative information sharing (to the best of their ability,
even with redactions), etc., then it can often take numerous contacts and requests
over a significant amount of time to make research progress, thus impacting the
claiming end user, their business relationship with their provider; sometimes
compromising the ability to resolve if the number in question has since ported to yet
a third provider, etc. For further example: the NSP states the OSP gave FOC and
therefore they will not deem it disputed and therefore the inquiry will not be
considered.

B. Frequency of Occurrence: Although some providers might have statistics on frequency,
it 1s unknown at an overall industry level, but when it occurs each is impactful in
both carrier time/cost and customer satisfaction.

C. NPAC Regions Impacted:
Canada___ Mid Atlantic _ Midwest__ Northeast  Southeast  Southwest  Western
West Coast___ ALL_X_






D. Rationale why existing process is deficient:

Existing process heavily addresses pre-FOC protocols, but little surrounding post-
port corrective actions. There are only very broad suggestions that providers should
work together to resolve disputed port claims; there aren’t any clear and agreed
upon types of actions carriers could take to work together to research and resolve.

In prior periods of industry evolution, there were more clear relationships between
a provider and their end user which made end user verification inherently easier,
and the act of submitting a port much more specific and intentional:

- Physical connectivity at an address as empirical proof of end user

- Paper LOAs with actual signatures

- Face to face or phone to phone transactions naturally supporting more
validation and less propensity for both error and intentional acts

- Less “crowded” carrier landscape — a smaller list of carriers actually porting
phone numbers

As porting becomes increasingly more complex with varying service types and more
automation is introduced into the environment, such as click thru LOAs for end
users and automated FOCs and other systematic releases of numbers, combined
with some new technologies inadvertently both making ports flow more easily
(including in cases of simple human error such as an end user entering the wrong
number in a provider’s user interface) and introducing more fraud potential
(criminal elements adopting technologies which support anonymity), and as carriers
diversify their own work groups, it is becoming increasingly more difficult for
providers to even determine how to approach a resolution, let alone know who to
contact and what kinds of information can be examined and/or exchanged. The
introduction of open numbering authority by the FCC will introduce more
participants to the LNP community, which can reasonably be expected to
exacerbate any existing deficiencies with disputed porting.

In the event an inquiry from the OSP is not addressed thoroughly or even
entertained by the NSP, currently the only path for a OSP and/or their end user is a
variety of formal complaints to the FCC, PUCs, etc., and, various consumer
protection/advocacy organizations (attorney generals, BBB, traditional and social
media, etc.). This results in operational costs and reputational impacts to both
providers.

E. Identify action taken in other committees / forums: Unknown

F. Any other descriptive items:
Need to ensure clarity of the definition of “disputed”; and categories of “disputed”
and/or “unauthorized” versus “mistaken”. The process must be respectful of each






providers’ legal considerations; must be customer focused and always meet the
spirit and intent of the porting rules balanced with a reasonable method for
providers to gain a level of comfort and satisfaction that a given situation has been
examined to the best of their ability to manage their customer appropriately.

3.

Suggested Resolution:

Revisit definitions of various types of disputed ports and consider broadening the
definition and scenarios of what constitutes “disputed” and “unauthorized” —i.e.
at no time should there be a “slam” allegation; this is meant to be a cooperative
cross carrier effort to examine port requests and exchange some information so
that each/both can feel satisfied that the situation has been clearly examined
and each/both can manage their customer accordingly.

Define potential specific actions NSP will undertake to verify the authenticity of
the disputed port (review and provide LOA, review/request bill copy from their
customer/end user, etc.)

Define a list of specific information which providers MAY potentially be able to
exchange and who provides what; such as copy of LOA, exact name on an LOA,
copy of recent end user bill, etc., (recognizing that some providers may have legal
or other reasons to redact or only provide oral verification of some information) —
but the essence is for the NSP to provide the information to the OSP since it is
the OSP who has the original information and hence avoid the situation of the
OSP providing it first and the NSP simply agreeing (i.e. similar to the pitfalls
present in the current CSR practice).

An agreed upon time frame for NSP response — i.e. acknowledge inquiry within
XX hours, provide agreed upon information such as name on or copy of LOA
within XX hours

An agreed upon time frame for losing provider to respond to whatever comes out
of NSP’s response — the OSP who started the inquiry needs to be responsive and
engaged, and promptly advise the NSP if there is any reversal of the inquiry so
as not to waste the time and efforts of the NSP.

Resolution/outcome method to close out the inquiry, i.e. OSP agrees/understands
position of NSP such that they can manage their customer appropriately (even if
they still don’t agree with the port), or, both providers work together to
determine best path to return the number back to the OSP.

Agreed upon point of stalemate (when should the complaining party file request
for resolution through FCC/PUC?)

Are there time bounded considerations to claiming a port is disputed (i.e. must
be within XX days of port — current best practice is unbounded)

For all of the above, consider various customer types and create criteria which
may be applicable to such various customer types and how they will be handled.
For example, in the event the port in question involves a wholesale/resale
arrangement what timing considerations apply for both providers, agreement






that any LOA being used for verification must be from the end user, reseller
relationships do not negate the need for bill copy or other verification methods.
Providers to establish initial and escalation contact information, maintained by
the providers themselves and possibly posted on the LNPA WG website.
Considerations for special and sensitive cases (an out of service hospital number
as a result of a mistaken port).

Example:

- A port is disputed and OSP contacts NSP and provides NSP’s usual porting
contacts with the name and other relevant information of the end user disputing
the port.

NSP should respond to OSP within eight (8) business hours with information
from the LOA (and if applicable the bill copy) related to the name and other
relevant information of the end user who initiated the NSP port.

If information does not match, NSP will release the number back to the OSP

If information matches, NSP will attempt to contact the end user to verify; OSP
will provide bill copy and other supporting documentation to NSP if OSP is still
attempting to regain the number in question.

If NSP does not hear back from their end user within twenty four (24) business
hours the number will be released back to the OSP.

If NSP can verify, the OSP will advise their end user of such verification.

In the event there is any further dispute or concern with a disputed port, the two
providers involved shall work together and escalate to resolve accordingly.

LNPA WG: (only)
Item Number: PIM XXXXXX
Issue Resolution Referred to:

Why Issue Referred:
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NOTE:  FOR THE FOLLOWING ACTION ITEMS THIS NUMBERING SCHEME APPLIES:

· FIRST TWO DIGITS DESIGNATE THE MONTH OF THE LNPA WG  MEETING/CALL

· SECOND TWO DIGITS DESIGNATE THE DAY OF THE LNPA WG MEETING/CALL

· THIRD TWO DIGITS DESIGNATE THE YEAR OF THE LNPA WG MEETING/CALL

· LAST TWO DIGITS DESIGNATE THE ACTION ITEM NUMBER



LNPA WG PARTICIPANTS ACTION ITEMS:

050316-01 – All LNPA WG participants have an action item to:

1. Take back and review the attached document provided by Neustar that proposes areas for further testing analysis and additional test case development to test both the NPAC functionality and LSMS/SOA interface, and come to the July 2016 LNPA WG meeting prepared to determine, item by item, if there is agreement to refer the proposed work to the APT.

1. For the July 2016 LNPA WG meeting, determine if there are any additional areas for further analysis and additional test case development to be referred to the APT.







050316-02 – Neustar is to determine if any service providers are using NANC 383 functionality.  Service Providers are to determine if they have a need to use NANC 383 functionality.





ACTION ITEMS REMAINING OPEN FROM PREVIOUS LNPA WG MEETINGS:



070715-01 – The disputed port PIM submitted by Bandwidth.com was accepted to be worked as PIM 86.   Lisa Jill Freeman (Bandwidth) will lead a sub-committee to work on details for a process to resolve disputed ports.  If approved, the process will be documented as an LNPA WG Best Practice.  The sub-committee participants are  Suzanne Addington (Sprint), Jan Doell (CenturyLink), Bridget Alexander (JSI), Lonnie Keck (AT&T), Tracey Guidotti (AT&T), Jason Lee (Verizon), Deb Tucker (Verizon), Scott Terry (Windstream), Aelea Christofferson (ATL Communications), Randee Ryan (Comcast),  and Luke Sessions (T-Mobile).  At the March 2016 LNPA Working Group meeting, the subcommittee reported that they would like to expand the scope of this Action Item, PIM, and proposed Best Practice to include all erroneous ports:  inadvertent, slamming, and disputed.  The Working Group agreed and the sub-committee will continue to work this issue, and is still led by Lisa Jill Freeman.



				



[bookmark: _GoBack]030216-01 – Sprint brought an issue to the attention of the WG.  Some service providers will not accept phone calls in their porting centers, but only respond to email.  This creates issues for other companies, and, in particular, introduces delay in resolution of fallout or reject situations.  Service providers are to determine if this is an issue for them and be prepared to discuss at the May LNPA WG meeting.  At the May meeting, determination will be made as to whether or not this warrants a PIM.  
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PIM 86 - Process to  handle Unauthorized Ports (Edits as of 02.26.2016 for Presentation to LNPAWG).pdf




PIM 86 - Process to handle Unauthorized Ports (Edits as of 02.26.2016 for Presentation to LNPAWG).pdf

LNP Problem/lIssue Identification and Description Form

Submittal Date (mm/dd/yyyy): Original 05/12/2015 / Resubmit 03/01/2016  PIM XX
Company(s) Submitting Issue: Bandwidth.com, Inc.
Contact(s): Name Lisa Jill Freeman & Matt Ruehlen

Contact Number 919-439-3571

Email Address ljfreeman@bandwidth.com & mruehlen@bandwidth.com
(NOTE: Submitting Company(s) is to complete this section of the form along with Sections 1, 2 and 3.)

1. Problem/Issue Statement: (Brief statement outlining the problem/issue.)

Originally submitted as per below, seeking consensus to amend the scope of this
PIM to address overall challenges related to claims of an unauthorized port in order
to develop one cohesive PIM and resulting Best Practice (“BP”).

Currently there are a variety of PIMs and BPs covering such things as, (including
but not limited to) “Inadvertent Ports”, “Disputed Ports”, “Fraudulent Vanity
Number Ports”, “Unauthorized Ports”, etc. All of which are in part or whole
addressed in a variety of PIMs and/or BPs, (including but not limited to, PIM 53, BP
42, and BP 58) which have been developed over a broad time frame. Some of these
areas, definitions, practices, etc., overlap, have opportunities for refinement
especially in light of newer technologies and systems, and/or are scattered across
the various resources. Because of this there is a need to bring together all the
information related to this overall topic/issue in order to replace the existing various
PIMs/BP with one all inclusive updated cohesive PIM/BP.

Original Submission:

In the event of a claim of a disputed port, for any reason, there are:

1. No existing clear guidelines around how providers will work together to research
and resolve the claim of a disputed port.

2. Based on the outcome of the research, there is an opportunity for clearer broad
recommendations around the circumstances under which a number will be
released back to the then losing provider (or “OSP”).

For the purposes of this PIM, the term “disputed” shall mean any port which for
whatever reason resulted in the OSP receiving a report from their customer and/or
end user and/or another service provider that the port-out was in error; this is
regardless if the OSP provided FOC or otherwise was not aware of an issue with the
port prior to its completion.








In the end, although the losing carrier may not necessarily agree with the veracity
of a given port, they should feel confident they verified to the fullest extent possible
and can defend the position of the winning provider (or “NSP”) to their claiming
customer and/or end user.

It should be noted that while pre-FOC validations afford a level of prevention, there
are multiple factors which negate the full utility (including, but not limited, to an
increasing amount of identity theft, and CSR validation which provides an avenue
chance for an individual to learn the account information required to port).

Many providers may not view these instances as immediately impacting to their
customers’ continuity of service at present. However, the FCC’s movement toward
opening numbering authority to non-CLEC/LEC entities creates a forward-looking
reality of an increase in LNP participants that could quickly make the disputed port
landscape more complicated if a best practice does not already exist.

2. Problem/lIssue Description: (Provide detailed description of problem/issue.)

A. Examples & Impacts of Problem/Issue:

Example: A port completes and the OSP is contacted by their customer and/or end
user (going forward, end user) that the port was not authorized (for whatever
reason), that OSP (after completing their own research and verification to the best
of their ability) will need to reach out to the NSP to verify and compare certain
information such as LOA and bill copy. Without a clear and agreed upon set of
guidelines around contacts & escalation paths, reasonable response time
expectations, types of cooperative information sharing (to the best of their ability,
even with redactions), etc., then it can often take numerous contacts and requests
over a significant amount of time to make research progress, thus impacting the
claiming end user, their business relationship with their provider; sometimes
compromising the ability to resolve if the number in question has since ported to yet
a third provider, etc. For further example: the NSP states the OSP gave FOC and
therefore they will not deem it disputed and therefore the inquiry will not be
considered.

B. Frequency of Occurrence: Although some providers might have statistics on frequency,
it 1s unknown at an overall industry level, but when it occurs each is impactful in
both carrier time/cost and customer satisfaction.

C. NPAC Regions Impacted:
Canada___ Mid Atlantic _ Midwest__ Northeast  Southeast  Southwest  Western
West Coast___ ALL_X_








D. Rationale why existing process is deficient:

Existing process heavily addresses pre-FOC protocols, but little surrounding post-
port corrective actions. There are only very broad suggestions that providers should
work together to resolve disputed port claims; there aren’t any clear and agreed
upon types of actions carriers could take to work together to research and resolve.

In prior periods of industry evolution, there were more clear relationships between
a provider and their end user which made end user verification inherently easier,
and the act of submitting a port much more specific and intentional:

- Physical connectivity at an address as empirical proof of end user

- Paper LOAs with actual signatures

- Face to face or phone to phone transactions naturally supporting more
validation and less propensity for both error and intentional acts

- Less “crowded” carrier landscape — a smaller list of carriers actually porting
phone numbers

As porting becomes increasingly more complex with varying service types and more
automation is introduced into the environment, such as click thru LOAs for end
users and automated FOCs and other systematic releases of numbers, combined
with some new technologies inadvertently both making ports flow more easily
(including in cases of simple human error such as an end user entering the wrong
number in a provider’s user interface) and introducing more fraud potential
(criminal elements adopting technologies which support anonymity), and as carriers
diversify their own work groups, it is becoming increasingly more difficult for
providers to even determine how to approach a resolution, let alone know who to
contact and what kinds of information can be examined and/or exchanged. The
introduction of open numbering authority by the FCC will introduce more
participants to the LNP community, which can reasonably be expected to
exacerbate any existing deficiencies with disputed porting.

In the event an inquiry from the OSP is not addressed thoroughly or even
entertained by the NSP, currently the only path for a OSP and/or their end user is a
variety of formal complaints to the FCC, PUCs, etc., and, various consumer
protection/advocacy organizations (attorney generals, BBB, traditional and social
media, etc.). This results in operational costs and reputational impacts to both
providers.

E. Identify action taken in other committees / forums: Unknown

F. Any other descriptive items:
Need to ensure clarity of the definition of “disputed”; and categories of “disputed”
and/or “unauthorized” versus “mistaken”. The process must be respectful of each








providers’ legal considerations; must be customer focused and always meet the
spirit and intent of the porting rules balanced with a reasonable method for
providers to gain a level of comfort and satisfaction that a given situation has been
examined to the best of their ability to manage their customer appropriately.

3.

Suggested Resolution:

Revisit definitions of various types of disputed ports and consider broadening the
definition and scenarios of what constitutes “disputed” and “unauthorized” —i.e.
at no time should there be a “slam” allegation; this is meant to be a cooperative
cross carrier effort to examine port requests and exchange some information so
that each/both can feel satisfied that the situation has been clearly examined
and each/both can manage their customer accordingly.

Define potential specific actions NSP will undertake to verify the authenticity of
the disputed port (review and provide LOA, review/request bill copy from their
customer/end user, etc.)

Define a list of specific information which providers MAY potentially be able to
exchange and who provides what; such as copy of LOA, exact name on an LOA,
copy of recent end user bill, etc., (recognizing that some providers may have legal
or other reasons to redact or only provide oral verification of some information) —
but the essence is for the NSP to provide the information to the OSP since it is
the OSP who has the original information and hence avoid the situation of the
OSP providing it first and the NSP simply agreeing (i.e. similar to the pitfalls
present in the current CSR practice).

An agreed upon time frame for NSP response — i.e. acknowledge inquiry within
XX hours, provide agreed upon information such as name on or copy of LOA
within XX hours

An agreed upon time frame for losing provider to respond to whatever comes out
of NSP’s response — the OSP who started the inquiry needs to be responsive and
engaged, and promptly advise the NSP if there is any reversal of the inquiry so
as not to waste the time and efforts of the NSP.

Resolution/outcome method to close out the inquiry, i.e. OSP agrees/understands
position of NSP such that they can manage their customer appropriately (even if
they still don’t agree with the port), or, both providers work together to
determine best path to return the number back to the OSP.

Agreed upon point of stalemate (when should the complaining party file request
for resolution through FCC/PUC?)

Are there time bounded considerations to claiming a port is disputed (i.e. must
be within XX days of port — current best practice is unbounded)

For all of the above, consider various customer types and create criteria which
may be applicable to such various customer types and how they will be handled.
For example, in the event the port in question involves a wholesale/resale
arrangement what timing considerations apply for both providers, agreement








that any LOA being used for verification must be from the end user, reseller
relationships do not negate the need for bill copy or other verification methods.
Providers to establish initial and escalation contact information, maintained by
the providers themselves and possibly posted on the LNPA WG website.
Considerations for special and sensitive cases (an out of service hospital number
as a result of a mistaken port).

Example:

- A port is disputed and OSP contacts NSP and provides NSP’s usual porting
contacts with the name and other relevant information of the end user disputing
the port.

NSP should respond to OSP within eight (8) business hours with information
from the LOA (and if applicable the bill copy) related to the name and other
relevant information of the end user who initiated the NSP port.

If information does not match, NSP will release the number back to the OSP

If information matches, NSP will attempt to contact the end user to verify; OSP
will provide bill copy and other supporting documentation to NSP if OSP is still
attempting to regain the number in question.

If NSP does not hear back from their end user within twenty four (24) business
hours the number will be released back to the OSP.

If NSP can verify, the OSP will advise their end user of such verification.

In the event there is any further dispute or concern with a disputed port, the two
providers involved shall work together and escalate to resolve accordingly.

LNPA WG: (only)
Item Number: PIM XXXXXX
Issue Resolution Referred to:

Why Issue Referred:
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Neustar’s SOA team has conducted a review of the existing NPAC Turn-Up test cases and in preparation for the NPAC transition we identified five areas where we believe additional testing is needed.  The test cases that the APT is currently reviewing are primarily testing SOA and LSMS functionality and they ensure that local vendors can successfully process transactions with the NPAC. In our opinion these test cases need to be augmented to include additional functional areas of the NPAC as identified below. 


The actual number of test cases could be determined after more analysis and mutually agreed upon by the LNPA/APT participants.


1) SPID Migrations


Existing SPID Migration test cases only tests final SMURF generation and the migration of data itself which are both sunny-day scenarios. The following functionality should be included: ensuring SPID Migration quota is available; allowing Service Providers to self-schedule; verifying reject messages when quota is not available; generating preliminary SMURF files; and generating SPID Migration reports.  


2) Dual-NPAC operations during transition (connecting a SOA/LSMS to iconectiv’s NPAC in a certain region and connecting to Neustar’s NPAC for other regions)


Vendors and Service Providers should consider testing connectivity and operations in a dual-NPAC environment prior to go live. Here are a few scenarios that will help ensure that local vendors can operate while connected to Neustar’s NPAC test bed and iconectiv’s NPAC test bed.


· SPID Migration Automation and Manual SPID Migration – FTP location (a single location/login today with 7 folders for each region) is configured in SOA and SPID migrations are executed automatically. Same test case will apply for a manual process.


· Connectivity and configuration of SOA/LSMS to two NPACs


· Execute a subset of test cases while SOA/LSMS is connected to two NPACs 


· How will dual NPAC testing be done as today SOW 52 testbed has only one region (Mid-West region) 





3) MUMP


The use of mass update capability is a significant function of the NPAC.  However, only a couple of test cases test mass update functionality (several other test cases focus only on specific edits [e.g., WSMSC data] within a mass update).  The following functionality should be considered for additional test cases:  file-based processing, NPBs other than just 191/291 DPC edits, and notification suppression for mass updates.


We should consider adding test cases to ensure that everyday mass update scenarios are tested.  Specific scenarios could be determined after more analysis.


4) Performance


The industry has been doing performance testing for many years.  The industry started in 2007 with a 10K TN modify in each of the seven regions at the same time.  The amount was increased to 15K, then increased again to the current 25K.  


Should we consider performance testing with iconectiv’s NPAC and should local vendors plan to performance test prior to go live?  The “how/when/where” could be determined after more analysis.


5) Failover to Back-up Data Site


The annual failover exercise has taken place on a weekend in October for many years.  The exercise involves circuits, the NPAC application, and the database.  The exercise involves failing over from primary to secondary, running in production for a day, then failing back from secondary to primary.


Should we consider a failover exercise with iconectiv’s NPAC and should local vendors plan to perform failover testing prior to go live?  The “how/when/where” could be determined after more analysis.


Additional Testing Questions for Consideration:


· Will the local system vendors and Service Providers be required to test any contingency roll-back procedures? Will this testing be part of Turn-Up Testing? Who will provide test cases? 


· Will the LNPA/APT be responsible for providing NPAC LTI GUI test cases?
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